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Amber Grid

SERVICES SALE AND PURCHASE CONTRACT NO. 2311829
SPECIAL CONDITIONS OF THE CONTRACT

AB ,,Amber Grid“, represented by CEO , acting under the basis of company articles (the “Buyer”),

and

Grexel systems Oy, represented by CEO acting under the basis of company articles (the

“Supplier”),

on the basis of the tender submitted by the Supplier and the results of the Procurement, have concluded the present Sale
and Purchase Contract (the “Contract”). The Buyer and the Supplier hereinafter shall be collectively referred to as the
“Parties” and individually as “Party”.

1. Subject Matter of the Contract and Details of the Procurement

1.1. The Supplier undertakes to provide the Buyer with the services set out in the Supplier’s tender, which meet the
requirements of the Technical Specification (the “Services”), at the address specified in the Technical Specification, and the
Buyer undertakes to accept the Services and to pay for them in accordance with the terms and conditions set out in the
Contract.

1.2. Subject matter of the Contract (name of the Procurement): (VPP- 240) Provision of IT Service for the Registry of
Guarantees of Origin for Renewable Gas, its Implementation, Maintenance and Support.

1.3. Procurement method and number: simplified announced negotiations, No.2311829

2. Contract Price and Payment Procedure

2.1. Contract price calculation method: mixed pricing.
Tender form price table 1-4 and 7 — fixed price;
Tender form price table 5-6 — fixed rate.

2.2. The contract price is the price quoted in the Supplier’s | 198000,00 EUR, exclusive of VAT
tender:

2.3. The Buyer shall pay the Supplier for the Services no later than 30 days/days from the date of receipt of a duly submitted
invoice.

3. Entry into Force of the Contract, Duration/Deadlines of the Services, Extension of the Contract

3.1. Additional Conditions for entry into force of the Contract: not applicable.
3.2. The total duration of the services is 36 months from the date of entry into force of the Contract.

4. Subcontracting

4.1. A direct settlement option with subcontractors is applicable; a draft tripartite contract is attached.

5. Contract Performance Security by a Bank Guarantee or a Letter of Surety

5.1. A bank guarantee or a letter of surety to secure the performance of the Contract is: not applicable.

6. Penalties (Fines/Interest)

6.1. Clause 1.4.7. of the General Conditions of the Contract is changed as follows: “If the Supplier fails to provide the Services
on time (including delays in rectifying any deficiencies identified at the time of handover and acceptance of the Services, as
set out in Section 1.8 of the General Conditions of the Contract), the Buyer shall charge the Supplier 20 EUR fine for each
day of delay until the date of fulfilment of the obligations. If the deadlines are set in hours, a fine of 3 EUR per hour overdue
will apply (a full hour is considered as a full hour overdue. For example, if the Supplier is 15 minutes late, a fine of 3 EUR
per 15 minutes late will not be applied; if the Seller is 2 hours 15 minutes late, a fine of 6 EUR per full 2 hours late will be
applied).

Failure to provide the Services on time shall constitute a missed deadline specified in the Technical specification (paragraph
3 and subparagraph 4.5.9.), Supplier’s Tender proposal Annex: Table C, in the Buyer’s order”, or in the requirement to
rectify defects (clause 1.8 of the general terms and conditions of the contract).

7. Other Provisions of the Contract

7.1. Obtaining Consent to work in operating natural gas transmission system facilities and/or in their protection zone: this
paragraph does not apply.

7.2. Clause 5.2.1.-5.2.2. of the General Conditions of the Contract is changed as follows:

“5.2.1. The copyright in the design and look and feel of the Registry, including but not limited to all Application programming
interfaces (APls,) data structures, screen layouts, report layouts, selection mechanisms, menus and user interface
processes, together with the design concepts of the underlying software including but not limited to account management
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processes, programming interfaces and database schemas, also including all help text, user documentation, system
documentation and any other documentation which expresses the concepts identified in this clause is and remains the
property of the Supplier whether or not the Software design concepts or documentation arises from development or design
discussions under the system development process.”

7.3. Other provisions:

1.Supplier undertakes to hold harmless the Buyer from any third party claims, excluding claims when Buyer hires another
supplier to develop the Registry software or the Buyer develops the software itself.

2.Inthe event that the Buyer receives a due and enforceable third party claim arising from the fact that the Registry software
and / or user rights to the Registry software or a part thereof granted by the Supplier violate the intellectual property rights
of that third party, the Buyer shall without undue delay inform Supplier of any such claims, which it has received.
3.Supplier agrees to defend at Supplier's risk and expense such claims and to duly inform the Buyer of all major steps of
such defence.

8. Conversion of the Price (Rates)

8.1. The section applies.

8.2. The conversion of the price (rates) provided for in the Contract may be initiated no earlier than after 6 (six) months
from the date of conclusion of the Contract, if the change (k) in the prices of Consumer Goods and Services exceeds 10
(ten)%.

8.3. Consumer Price Index applicable to the Contract: 127 OTHER SERVICES N.E.C. (applies to values “k”, “Indnewest”,
“Indinitial”).

8.4. The Consumer Price Index 127 OTHER SERVICES N.E.C. at the date of concluding the Contract is 182,9751, 2025MO05.

. Annexes

. Technical Specification.
. General Conditions of the Contract.
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3. Supplier’s Tender Form and Annex “Table C”.
4. Draft Tripartite Agreement.

5. Personal Data Processing Contract.

6. Confidentiality Obligation.

Note. The Procurement Documents, their explanations and clarifications shall be published at

https://viesiejipirkimai.lt/epps/cft/viewContractNotices.do?resourceld=2311829 .

10. Responsible Persons

10.1. For the resolution of matters relating to the performance of the Contract, the Parties shall appoint the following
responsible persons who shall have the right to sign letters arising from the implementation of the Contract, but shall not
have the right to amend and/or supplement the conditions of the Contract (unless the persons are authorised by powers
of attorney to perform such actions):

Responsible Person of the Buyer: Responsible Person of the Supplier:

Renewable energy project manager, CEO,

Energy Transformation Center

Telephone +370 Telephone +
Email Email

10.2. The person designated by the Buyer for making the Contract and its amendments public:

BUYER SUPPLIER

Address: Laisvés Ave. 10, Vilnius LT-04215 Address: Lautatarhankatu 6 00580 Helsinki, Finland
Company number: 303090867 Company number: 09656604

VAT ID: LT100007844014 VAT ID: FI09656604

Account No. LT71 7044 0600 0790 5969 Account No. FI63 80001170 8819 74

Bank: AB SEB Bank Bank: Danske Bank

Bank code: 70440 Bank code: DABAFIHH

Telephone number +370 5 236 0855 Tel.

Email: info@ambergrid.lt Email: info@grexel.com

CEO CEO
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Amber Grid

CONTRACT FOR THE SALE AND PURCHASE OF SERVICES
GENERAL CONDITIONS OF THE CONTRACT

1. MAIN PROVISIONS

1.1. Definitions

Capitalised definitions used in the Contract, as well as in correspondence between the Parties to the Contract, shall have
the meanings set out below:

(a) Certificate shall mean the certificate of handover and acceptance of the Services, or another equivalent document,
signed by the Parties and authenticated by the signatures of the Parties after the provision of the Services by the Supplier;
(b) Group shall mean the group of companies controlled by UAB EPSO-G, consisting of UAB EPSO-G and subsidiaries
directly and indirectly controlled by UAB EPSO-G;

(c) Origin Requirements shall mean the requirements laid down in the Procurement Documents with regard to the origin
of the Supplier, subcontractors or economic operators whose capacities are relied upon or persons controlling them, as
well as the origin of services.

(d) Supplier shall mean the party to the Contract that provides the Services specified in the Contract to the Buyer;

(e) Tender shall mean the Supplier’s Tender for the Procurement (the totality of the documents and explanations
submitted by the Supplier for the Procurement);

(f) Services shall mean the services specified in the Contract which the Supplier undertakes to provide to the Buyer;

(g) Screening shall mean screening of the transaction (Contract) and/or Persons to be Screened in accordance with the
procedure set out in the Law of the Republic of Lithuania on the Protection of Objects Critical for National Security,
during which the Supplier (all heads of the economic operators constituting the Supplier) and/or the subcontractors and
their employees shall be obliged to provide the necessary documents and information for such screening;

(h) Buyer shall mean the party to the Contract that purchases the Services specified in the Contract from the Supplier;
(i) Procurement shall mean the purchase of Services that has resulted in the award of the Contract;

(j) Procurement Documents shall mean all documents and data provided by the Buyer to potential suppliers during the
Procurement, describing the Services to be procured and the terms and conditions of the Procurement: the Contract
Notice, the Terms and Conditions of the Procurement, the Technical Specification, the Draft Contract, any other
documents relating to the Procurement, and any clarifications (revisions) provided by the Buyer during the Procurement;
(k) Law on Procurement shall mean the Law of the Republic of Lithuania on Procurement by Contracting Entities in the
Field of Water Management, Energy, Transport or Postal Services;

(1) Initial Contract Value shall mean the Contract Value (excluding VAT) specified in the Special Conditions of Contract;
(m) Contract shall mean the contract between the Buyer and the Supplier: the General Conditions and the Special
Conditions (together with any amendments, supplements, agreements and annexes) under which the Parties undertake
to comply with the terms of the Contract;

(n) Contract Price shall mean the final total amount payable to the Supplier under the Contract, including all applicable
taxes and costs;

(o) Consent shall mean a written consent issued by the Buyer to work in the operating facilities (installations) of the
natural gas transmission system and/or their protection zone;

(p) Parties shall mean the Buyer and the Supplier jointly, and a Party shall mean the Buyer or the Supplier individually;
(r) Technical Specification shall mean an annex to the Terms and Conditions of the Procurement and the clarifications
provided by the Buyer during the Procurement (paragraph 9 of the Special Conditions of the Contract);

(s) Persons to be Screened shall mean the employees of the Supplier (all economic operators comprising the Supplier)
and/or subcontractors who, by reason of their assigned functions or work, have been granted, or are about to be granted,
the right of unescorted access to the facilities or assets critical for national security under the control of the Buyer, and



who are subject to screening in accordance with the criteria and procedures specified in the Law on the Protection of
Objects Critical for National Security.

1.2. Subject Matter of the Contract
1.2.1. The Supplier undertakes to provide the Services specified in the Contract and the Buyer undertakes to pay for the
Services in the manner and within the deadlines specified in the Contract.

1.3. Responsible Persons

1.3.1. The Parties shall deal with matters relating to the performance of this Contract through the responsible persons
designated by the Parties in the Contract. Communication between the responsible persons shall take place through
their contact details specified in the Contract.

1.3.2. The Parties hereby ensure that the responsible persons appointed by them have all the necessary powers to
perform the Contract. Decisions taken by the responsible persons contrary to the Contract without a separate
authorisation shall be null and void and shall not create any new rights or obligations for the Parties.

1.3.3. Either Party shall have the right to replace unilaterally the responsible person specified in the Contract with
another responsible person by giving prior written notice to the other Party, together with updated contact details as
specified in the Special Conditions of the Contract.

1.4. Performance of the Contract

1.4.1. The Supplier undertakes to perform the Contract at its own risk, as diligently and efficiently as possible, in the best

interests of the Buyer, in accordance with the best generally accepted professional and technical standards and practices,

using all necessary skills and knowledge.

1.4.2. The Supplier shall be responsible for ensuring that during the entire period of performance of the Contract

(including specialists, subcontractors whose capabilities are relied upon by the Supplier):

1.4.2.1. It has the right to engage in the activities required for the performance of the Contract; if the Supplier’s

qualification for the right to engage in the activities in question has not been screened, or has not been screened fully,

the Supplier undertakes that the procurement contract shall be performed only by persons who have such a right;

1.4.2.2. It meets the technical and professional capability requirements and other requirements for the qualification of

suppliers set out in the Procurement Documents and necessary for the proper performance of the Contract;

1.4.2.3. It does not have grounds for exclusion where required by the Procurement Documents;

1.4.2.4. It complies with the commitments and parameters set out in the Tender, including the values and parameters

of the cost-effectiveness criteria;

1.4.2.5. It ensures compliance with the established standards of the quality management system and/or environmental

management system, where required by the Procurement Documents;

1.4.2.6. It complies with the interests of national security if the Procurement Documents provide for Screening to be

carried out in accordance with the requirements of the Law of the Republic of Lithuania on the Protection of Objects

Critical for National Security;

1.4.2.7. It complies with the Origin Requirements, if any, set out in the Procurement Documents;

1.4.2.8. It ensures that the Supplier is not subject to international sanctions implemented in the Republic of Lithuania as

defined in the Law of the Republic of Lithuania on International Sanctions.

1.4.3. The Buyer shall have the right to inspect and evaluate the provision of the Services. At the Buyer’s request, the

Supplier shall provide all information and documentation as may be necessary to demonstrate the progress and results

of the performance of the Contract and the compliance with the requirements of the Contract.

1.4.4. Each Party undertakes to respond to an enquiry from the other Party promptly, but no later than within three (3)

working days from the date of receipt, unless a later date is specified in the enquiry itself. The Parties may reply within

a longer period of time if such a period is objectively necessary, and the Party shall inform the other Party before the

expiry of the period of time referred to in this paragraph, stating the reasons for this.

1.4.5. The Supplier undertakes to notify the Buyer (and the relevant authorities where required) immediately, but in any

event within 2 (two) working days at the latest, of any incidents that violate occupational health and safety, hygiene,
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environmental protection, and fire safety requirements that occurred during the provision of the Services (in the course
of the provision of the Services on the Buyer’s premises and/or territories).

1.4.6. Where the Services are provided on the basis of separate orders from the Buyer, such orders shall be placed and
confirmed in writing and/or by email or, in urgent cases, by telephone, after confirmation of such an order in writing
and/or by email no later than the next working day. Unless otherwise provided in the Technical Specification or the
Special Conditions of the Contract, the Parties shall agree on the scope of the Services to be ordered, the timing and/or
location of the provision of the Services, and any other necessary terms and conditions at the time of the placement of
orders. Orders shall be deemed to be agreed when both Parties have confirmed them. Orders may be amended and
cancelled by mutual agreement between the representatives of the Parties. An Order shall be deemed to have been
fulfilled when the Supplier has provided the Buyer with all Services specified therein and the Buyer has confirmed the
provision of the respective Services.

1.4.7. If the Supplier fails to provide the Services on time (including delays in rectifying any deficiencies identified at the
time of handover and acceptance of the Services, as set out in Section 1.8 of the General Conditions of the Contract),
the Buyer shall charge the Supplier a default interest of 0.02% (zero point zero two percent) of the value of the defaulted
obligations, exclusive of VAT, and, if it is not possible to determine the value of the defaulted obligations, the default
interest shall be paid on the Initial Value of the Contract, for each day of delay until the date of fulfilment of the
obligations, unless otherwise provided for in the Special Conditions of the Contract. Failure to provide the Services on
time shall constitute a missed deadline specified in the Contract or in the Buyer’s order.

1.4.8. If the Special Conditions of the Contract specify that Consent must be obtained, then:

1.4.8.1. The Supplier (including subcontractors/employees) shall obtain written Consent from the Buyer before
commencing the provision of the Services (the relevant part of the Services for which Consent is required);

1.4.8.2. The Supplier undertakes to provide all the documents necessary to obtain such Consent (a list of the documents
to be provided is available here);

1.4.8.3. The Consent issued by the Buyer shall be valid for the entire duration of the provision of the Services (or the

relevant part thereof) on the specified premises and/or territories.

1.4.9.In cases where the Supplier breaches the requirements of the Contract in terms of the interests of national
security and/or Origin, however, these breaches do not lead to the termination of the Contract, the Supplier must
remedy the breach (if and to the extent possible/proportionate) and, when requested by the Purchaser, pay a penalty
of 10,000 EUR (ten thousand) per individual case of breach.

1.4.10. The Supplier shall be deemed to have committed a material breach of the Contract if it appears that the
Contract with the Supplier is not in the interest of national security, the services or goods (including their components)
(if applicable) do not comply with the Origin requirements, and such non-compliance cannot be rectified without
violating the requirements of the Contract and the legal requirements applicable to it, or, if rectification is possible,
such rectification would take more than 10 (ten) days. The Parties expressly agree that if the Supplier intentionally or
fraudulently breaches the requirements of the Contract relating to the interests of national security and/or Origin, such
breach shall in all cases be considered a material breach of the Contract.

1.5. The Supplier and Other Persons Engaged for the Performance of the Contract

1.5.1. The Supplier shall be responsible for ensuring that the Services are provided only by persons (specialists,
subcontractors on whose capacities the Supplier relies) who meet the requirements set out in the Procurement
Documents. The requirements shall apply to the extent provided for in the Procurement Documents (see paragraph
1.4.2. of the General Conditions of the Contract).

1.5.2. If the Procurement Documents impose specific qualification or other requirements for the persons who will
perform the Contract, or if the Supplier has relied on their capacities in submitting the Tender, only the persons who
meet those requirements and who are identified in the Tender may perform the Contract. If the Supplier intends to
change the person named in the Tender during the performance of the Contract, the Supplier shall submit a reasoned
letter to the Buyer and obtain the Buyer’s written consgnt The change may only be made for objective reasons
(bankruptcy/liquidation or a similar situation; termination of the legal relationship with the Supplier; illness, etc.). The
newly appointed person shall have qualification and experience at least equal to those specified in the Procurement


https://ambergrid.lt/en/safety/work-on-transmission-system-facilities/procedure-for-the-issuance-of-permits/678

of the Contract do not provide for such an option, the nature of the Contract shall be deemed not to allow for direct
settlement with subcontractors.

1.5.5. Where the Tender has been submitted by a group of suppliers acting in accordance with a joint venture contract,
should there be a reasonable need to replace the joint venture partners, such replacement shall be possible provided
that:

1.5.5.1. Receipt of a request from the remaining joint venture partner for a replacement of a joint venture partner and
confirmation of the intention of the withdrawing joint venture partner to withdraw from the joint venture and to transfer
all obligations under the joint venture contract to the new and/or remaining joint venture partner;

1.5.5.2. The written agreement of the new and/or remaining joint venture partner to replace the withdrawing joint
venture partner and to assume all the obligations of the withdrawing joint venture partner under the Contract;

1.5.5.3. The new and/or remaining joint venture partners (jointly) have at least the qualification and experience specified
in the Procurement Documents, and meet the other requirements (if any) set out in the Procurement Documents;
1.5.5.4. A copy of the new joint venture contract or the amendment to the existing joint venture contract, with the
relevant amendments that comply with the requirements set out in the Procurement Documents and applicable to the
joint venture contract, has been received.

1.6. Quality Requirements for the Services

1.6.1. The Supplier warrants that, at the time of handover and acceptance of the Services (the result thereof) or any part
thereof, the Services will comply with the requirements set out in the Contract, will have been provided in a high-quality
manner, and will be free from any deficiencies that would nullify or impair the value of the Services or the suitability of
the result for ordinary use.

1.6.2. Unless the Contract specifies quality conditions, the quality of the Services provided by the Supplier must comply
with the requirements normally applicable to this type of service.

1.7. Suspension
1.7.1. The Parties shall have the right to suspend the performance of their obligations in the cases and in accordance
with the procedures set out in the Contract and the Civil Code of the Republic of Lithuania.

1.8. Completion of Provision of the Services

1.8.1. The Services (or any part thereof) shall be accepted by the Parties by signing a Certificate drafted and delivered to
the Buyer by the Supplier. One copy of the Certificate signed by the Parties shall be given to the Buyer. If material
deficiencies are found in the Services (or any part thereof) at the time of acceptance, the Buyer shall return the Certificate
with the material deficiencies specified therein to the Supplier and shall exercise the rights set out in paragraph 1.8.3 of
this Section. In the event of non-substantial deficiencies, the deficiencies shall be specified in the Certificate, with a time
limit(s) for the rectification of such deficiencies, and the Certificate shall be signed by the Parties. Such a signed Certificate
shall be the basis for the invoice and payment.

1.8.2. Acceptance of the Services shall not be deemed to be an unconditional confirmation by the Buyer that the Services
comply with the requirements of the Contract and shall not exclude the Buyer’s right to require the rectification of any
deficiencies at a later date, provided that such deficiencies were not reasonably noticeable at the time of handover and
acceptance of the Services. The Buyer shall have the right to require the Supplier to rectify any deficiencies identified for
a period of 1 (one) year after acceptance of the Services.

1.8.3. In the event of deficiencies, the Buyer shall be entitled, at its choice, to require the Supplier:

1.8.3.1. To remedy the deficiencies free of charge within a reasonable period specified by the Buyer;

1.8.3.2. To reimburse the costs of assessing and rectifying the deficiencies after the Buyer has rectified the deficiencies
itself or with the help of third parties.

1.8.4. The Supplier undertakes to remedy any deficiencies without delay and to inform the Buyer of any circumstances
affecting or likely to affect the proper performance of the Contract. The time limit for remedying the deficiencies shall
not constitute grounds for extending the time limit for the provision of the Services and shall not exclude the Buyer’s
right to impose liability on the Supplier for failure to perform the Contract in time. Once all deficiencies have been
remedied, the handover and acceptance of the Services (or part thereof) as set out in paragraph 1.8.1 of this Section

4/12



shall take place. This paragraph shall apply if the Buyer exercises the right set out in paragraph 1.8.3.1 of the General
Conditions of the Contract.

2. PRICE AND PAYMENT

2.1. Contract Price, Conversion and Change of the Price (Rates)

2.1.1. The Contract Price shall include all taxes and all costs associated with the performance of the Contract, unless the
Contract expressly provides that certain costs will be paid (reimbursed) separately to the Supplier.

2.1.2. The Parties agree that VAT shall be calculated in accordance with legislation in force at the time of invoicing.
2.1.3. If the Special Conditions of the Contract provide for the application of price (rates) conversions, either party to the
Contract shall have the right during the term of the Contract to initiate, at the frequency provided for in the Special
Conditions of the Contract, a conversion of the price (rates) provided for in the Contract. For the purpose of the
conversion, the Parties shall be guided by the data of the Indicators Database published by Statistics Lithuania (State

Data Agency) on the Official Statistics Portal, without requiring the other Party to submit an official document or
confirmation issued by Statistics Lithuania (State Data Agency) or any other institution. In the event that more than 6
(six) months have elapsed between the submission of the (final) tender and the date of the possible conclusion of the
Contract, the conversion of the price (rates) provided for in the Contract may be carried out on the date of conclusion
of the Contract. The next conversion of the price (rates) provided for in the Contract may be made no earlier and no
more frequently than provided for in the Special Conditions of the Contract.

2.1.4. The converted price (rates) shall apply to orders placed after the Parties enter into an agreement on the conversion
of the price (rates). The conversion of the Contract price (rates) shall only apply to that part of the Contract which has
not been redeemed, i.e. to the Services which have not been accepted and paid for. In the event of delays in the provision
of the Services due to the Supplier’s fault, the price (rates) of the delayed Services shall not be converted as a result of
any price level increase (they may not be increased). The new price (rates) shall be calculated according to the following
formula:

k ) )
a, =a-+ (EX a -+ 2), where:

a — the rate (EUR excluding VAT) (if it has already been converted, then the rate after the last conversion shall be
included),

a; — converted (changed) rate (EUR excluding VAT),

k —the percentage change (increase or decrease) in the prices of Consumer Goods and Services calculated on the basis
of the Consumer Price Index (as specified in the Special Conditions of the Contract).

2.1.5. The k value shall be calculated according to the formula:

dnau'ausias
k = Dlnajausios . 400 _ 100, (%) where:

Indyradsia

Indpewest — the latest index of Consumer Goods and Services published on the date of sending the request for a price
conversion to the other party,

Indinitias — the index of Consumer Goods and Services as at the start date (month) of the period (specified in the Special
Conditions of the Contract). In the case of the first conversion, the start (month) of the period shall be the month of The
date of conclusion of the Contract. In the case of the second and subsequent conversions, the start (month) of the period
shall be the month of the value of the published relevant index used at the time of the last conversion.

2.1.6. For the calculations, the index values used shall be specified to four decimal places. The calculated change (k) shall
be used for further calculations rounded to one decimal place, and the calculated rate a shall be rounded to two decimal
places.
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2.1.7. A subsequent conversion of prices or rates may not cover a period for which a conversion has already been
performed.

2.2. Payment

2.2.1. The electronic invoice (including, if applicable, the advance electronic invoice) and the documents related to the
payment shall be submitted by the means chosen by the Supplier: the Supplier may submit an electronic invoice
complying with the requirements of the EU Directive 2014/55, or submit an electronic invoice in a different format using
the information system E-invoice (,SABIS”) administered by State Enterprise Centre of Registers.

2.2.2. The time of issuing the invoice:

2.2.2.1. In the case of recurring monthly payments, the invoice for the previous month must be submitted no later than
on the 2" working day of the current month.

2.2.2.2. In the case of individual orders, partial or one-off purchases of the Services, the invoice shall be submitted no
later than 2 (two) working days after the date of signature of the Certificate for the Services.

2.2.2.3. The Special Conditions of the Contract may contain other conditions for invoicing.

2.2.3. The Buyer shall pay the invoice submitted in accordance with the Contract within the time limit set out in the
Special Conditions of the Contract. In the event of failure by the Buyer to make the payment on time when the invoice
is submitted in accordance with paragraph 2.2.1. of the General Conditions of the Contract and the right to withhold
payment as set out in the Contract does not apply, the Supplier shall charge the Buyer a default interest of 0.02 (zero
point zero two percent) of the amount not paid on time for each day of delay.

2.2.4. The Buyer shall have the right to withhold sums due to the Supplier under the Contract in the event of any
deficiencies in the Services or any failure to perform other contractual obligations. The Buyer shall be entitled to exercise
the right of retention referred to in this paragraph only to the extent necessary to ensure the satisfaction of reasonable
claims.

2.2.5. At the time of payment, the amount due as shown on the invoice submitted by the Supplier will be reduced by the
amount of penalties (fines and default interest). The Buyer shall be entitled to deduct compensation for damages
incurred or to be incurred at any time from any sums payable to the Supplier under the Contract by notifying the Supplier
in writing and obtaining the Supplier’s confirmation of the amount of the Buyer’s damages, or any part thereof. In the
absence of (or insufficiency of) amounts payable to the Supplier under the Contract, the Supplier shall be obliged to pay
penalties/compensation for damages within 30 (thirty) days of receipt of the Buyer’s notification of the amounts payable,
unless otherwise provided for in the Special Conditions of the Contract. The Buyer shall be entitled to use the contract
performance security (if any) provided by the Supplier.

2.2.6. If, under the legislation of the Republic of Lithuania, the Supplier’s remuneration for services rendered is
recognised as income received by the Supplier outside of its permanent establishment, and the source of the income is
the Republic of Lithuania, the Buyer shall deduct the withholding tax from the amount of the payment to be made to
the Supplier.

3. LIABILITY

3.1. Damages and Penalties

3.1.1. Penalties (fines and default interest) provided for in the Contract shall be deemed to be the minimum pre-
established damages incurred by the Parties as a result of the breach by the other Party of the relevant term of the
Contract, the amount of which the affected Party does not need to prove. The payment of penalties shall not preclude
the affected Party from claiming compensation for damages not covered by the penalty and shall not relieve the Party
that has paid the penalty of its contractual obligations.

3.1.2. In the event of non-performance or improper performance of the contractual obligations by the Parties, the
penalties provided for in the General and/or Special Conditions of the Contract shall apply.

3.1.3. Penalties shall be paid and damages shall be compensated in accordance with Section 2.2 of the General Conditions
of the Contract.
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3.2. Limitation of Liability

3.2.1. Under the Contract, the Parties shall be liable only for direct damages suffered by the other Party and shall not be
liable for indirect damages, including damages for loss of profits, loss of savings or loss of business opportunity.

3.2.2. Any direct damages shall be limited to the amount of the Initial Value of the Contract, but not less than EUR 3,000
(three thousand euro) (if the Initial Value of the Contract does not exceed EUR 3,000 (three thousand euro)).

3.2.3. The total amount of penalties imposed on a Party under the Contract shall be limited to an amount equal to 20%
(twenty percent) of the Initial Value of the Contract; if the Initial Value of the Contract does not exceed the amount of
EUR 3,000 (three thousand euro), the amount shall not exceed EUR 1,500 (one thousand five hundred euro).

3.2.4. The limitation of liability provisions of the Contract shall not apply to damage caused by intent or gross negligence.
The limitation of liability referred to in the Contract shall not apply in the case of damage caused by breach of
confidentiality obligations, infringement of protection of personal data or intellectual property rights.

3.3. Exemption from Liability

3.3.1. A Party shall not be held liable for any failure to fulfil any of its obligations under the Contract if it proves that such
failure was due to circumstances beyond its reasonable control, that the failure could not reasonably have been foreseen
at the time of the conclusion of the Contract, and that the Party could not have prevented the occurrence of the
circumstances or their consequences, and it did not assume the risk of such circumstances (“Force Majeure”).

3.3.2. The Parties understand Force Majeure as regulated by Article 6.212 of the Civil Code of the Republic of Lithuania
and Resolution No. 840 of 15 July 1996 of the Government of the Republic of Lithuania “On the Exemption from Liability
in the Event of Force Majeure”.

3.3.3. A Party shall not be relieved of liability if its failure to fulfil its obligations has been affected by decisions, acts or
omissions of itself, its subcontractors, entities directly or indirectly owned or controlled by that Party, and their
employees (including strikes), governing bodies, or members thereof.

3.3.4. The Party shall notify the other Party of Force Majeure and their impact on the performance of the Contract and
on the deadlines immediately, but no later than within 5 (five) working days of their occurrence or becoming apparent,
providing evidence of the existence of the above-mentioned circumstances. Failure to give timely notice shall mean that
the circumstances had not affected the performance of the Contract until such notice was given.

3.3.5. In the event of Force Majeure, the Party shall take all reasonable measures to mitigate any damage and to minimise
its impact on the deadlines for the performance of the Contract.

3.3.6. The grounds for exempting a Party from liability shall only arise during the existence of these circumstances and,
once they have been removed, the Party must immediately resume fulfilment of its contractual obligations.

3.3.7. At the Supplier’s reasoned request, penalties (or part thereof) shall not apply where the delay in performance of
the obligation(s) is due to circumstances beyond the Supplier’s control.

3.4. Contract Performance Security
3.4.1. The Buyer shall have the right to require the Supplier to provide a bank guarantee or a letter of surety from an
insurance company to ensure the proper performance of the Contract. The contract performance security (if required)
shall comply with the conditions set out in the Special Conditions of the Contract and shall be provided in accordance
with the procedures set out therein.

4. CONTRACT

4.1. Validity of the Contract

4.1.1. The Contract shall enter into force from the moment it is signed by the last signatory (or, where the Special
Conditions of the Contract provide for additional conditions of entry into force, from the moment these conditions are
fulfilled) and shall remain in force until the Parties have fully performed their contractual obligations or the Contract has
been terminated (or has become invalid). Liability, confidentiality, data protection, intellectual property, dispatch and
receipt of notices, language, dispute resolution and other terms which by their nature are intended to survive the
completion or termination (or invalidity) of the Contract shall survive such completion or termination (or invalidity).
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4.1.2. If any provision of the Contract is or becomes invalid, in whole or in part, by reason of its conflict with applicable
legislation or for any other reason, the remaining provisions of the Contract shall remain in full force and effect. In this
case, the Parties will negotiate in good faith and seek to replace the invalid provision with another lawful and valid
provision which, to the extent possible, achieves the same legal and economic result as the provision of the Contract to
be so replaced.

4.1.3. If the Special Terms of the Contract provide for an extension of the Contract and all conditions relating to the
extension of the Contract have been fulfilled, the Contract shall be automatically extended for the minimum period
provided for, unless either Party gives notice of termination of the Contract at least 30 (thirty) days prior to the expiry of
the term of the Contract.

4.2. Amendment of the Contract

4.2.1. The Contract may be amended by written agreement of the Parties in accordance with the conditions and
procedures set out in the Contract. The Contract may also be amended in cases not provided for therein, provided that
such amendments do not conflict with the provisions of Article 97 of the Law on Procurement.

4.2.2. The deadline for provision of the Services may be extended in the following circumstances:

4.2.2.1. Adverse weather conditions that make it impossible to provide the Services (or any part thereof): heavy rainfall,
flooding, dense fog, squally winds, heavy snow, blizzards, etc. This option shall only apply to the part of the Services that
are subject to natural conditions for their quality and/or provision;

4.2.2.2. Acts or omissions by the Buyer that prevent the proper and timely performance of the Supplier’s obligations
under the Contract, including delays by the Buyer in appointing specialists responsible for the performance of its
obligations under the Contract, or the non-performance or improper performance of the Buyer’s other obligations under
the Contract;

4.2.2.3. Failure to perform any function assigned to a state or municipal authority, body, office or organisation, or other
entity by law, within a set (or reasonable) time limit;

4.2.2.4. Protracted procurement procedures which make it impossible or excessively difficult to commence and/or
complete the provision of the Services within the prescribed time limit;

4.2.2.5. Delays, impediments or interferences beyond the Supplier’s control and caused by and attributable to third
parties (e.g., improper performance of another contract of the Buyer, the performance of which has a direct impact on
the Supplier’s performance of the Contract);

4.2.2.6. Other cases (if any) provided for in the Special Conditions of the Contract.

4.2.3. The time limit for the fulfilment of the contractual obligations may be extended for a period not exceeding the
duration of the specific circumstance as provided for in paragraph 4.2.2 of the General Conditions of the Contract. The
Supplier shall in all cases seek to minimise the impact of the circumstances and shall justify in the request for extension
the existence of the relevant conditions and their impact on the time limits for the provision of the Services (or part
thereof), as well as the fact that these conditions are due to causes beyond the Supplier’s control. Any extension of the
time limit for the provision of the Services shall be agreed in writing by the Parties and shall form an integral part of the
Contract.

4.3. Termination of the Contract

4.3.1. The Contract may be terminated in the cases provided for in Article 98 of the Law on Procurement and in the
Contract, including the possibility to terminate the Contract by agreement of the Parties.
4.3.2. Either Party shall have the right to terminate the Contract unilaterally by giving a written notice to the other Party

at least ten (10) days in advance if:
4.3.2.1. The other Party enters into bankruptcy, restructuring or liquidation proceedings, becomes insolvent or ceases
its business activities, or a similar situation arises under any other law;
4.3.2.2. The performance of the Contract is suspended for more than 120 (one hundred and twenty) days due to Force
Majeure;
4.3.2.3. The amount of penalties payable to the other Party exceeds 20% (twenty percent) of the Initial Value of the
Contract; if the Initial Value of the Contract does not exceed the sum of EUR 3,000 (three thousand euro), the amount
of penalties shall be EUR 1,500 (one thousand five hundred euro).
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4.3.2.4. The other Party, through its own fault, is unable and/or refuses to perform its contractual obligations, or any
part thereof, irrespective of the value of such part;

4.3.2.5. If, at the Party’s request, the other Party fails to provide evidence to rebut the circumstances that may lead to
the termination of this Contract;

4.3.2.6. The other Party violates the provisions of the Contract governing the protection of personal data, intellectual
property or the management of confidential information;

4.3.3. The Buyer shall have the right to terminate the Contract unilaterally by giving the Supplier a notice at least ten (10)
days in advance:

4.3.3.1. If the Supplier assigns the rights and obligations arising from the Contract to third parties without the Buyer’s
written consent;

4.3.3.2. If the Supplier fails to comply with the requirements set out in paragraph 1.4.2 of the General Conditions of the
Contract;

4.3.3.3. If the Supplier commits a material breach of the Contract;

4.3.3.4. If the Buyer receives an instruction/recommendation to terminate the Contract from the authorities involved in
procurement management;

4.3.3.5. if it turns out that other transactions concluded or to be concluded with the Supplier are not in the interests of
national security.

4.3.4. The Parties shall also have the right to terminate the Contract in other cases specified in the General Conditions
and in the Special Conditions of the Contract, as well as in the cases specified in Articles 6.217 and 6.721 of the Civil Code
of the Republic of Lithuania;

4.3.5. Where a Party remedies the breach or the circumstances giving rise to the start of the termination procedure of
the Contract have ceased to exist, the Contract shall not be terminated and the termination notice shall cease to have
effect if the Party that remedied the breach informs the other Party accordingly.

4.3.6. In the event of termination of the Contract due to the Supplier’s fault, the Supplier shall not be entitled to
compensation for any damages incurred in addition to the remuneration due to the Supplier for the Services purchased
(accepted) by the Buyer.

4.4. Interpretation of the Contract

4.4.1. The Contract shall be governed by and construed in accordance with the law of the Republic of Lithuania.

4.4.2. In the Contract, where the context requires it, words in the singular may have a plural meaning, and vice versa.
4.4.3. The headings of the sections of the Contract are for ease of reading only and cannot be used directly to interpret
the Contract.

4.4.4, For the purposes of the interpretation and application of the Contract, the order of precedence of the documents
of the Contract shall be as follows:

4.4.4.1. The Technical Specification (including explanations and clarifications, if any);

4.4.4.2. The Special Conditions of the Contract;

4.4.4.3. The General Conditions of the Contract;

4.4.4.4. The Procurement Documents (including explanations and clarifications, if any) (excluding the Technical
Specification);

4.4.4.5. The Tender.

4.4.5. The time limits referred to in the Contract shall be calculated in calendar days, months and years, unless otherwise
specified in the Contract.

4.4.6. The working days referred to in the Contract shall be understood as any day from Monday to Friday, excluding
public holidays as defined in the Labour Code of the Republic of Lithuania. If the time limit referred to in the Contract
ends on a day off, the time limit shall be postponed to the first working day thereafter. Working hours (working time)
shall be understood as the hours of the working day as published on the Buyer’s website.

5. FINAL PROVISIONS
5.1. Representations and Warranties

5.1.1. By signing the Contract, both Parties represent and warrant that:
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They are solvent and financially capable of performing the Contract, they have not been subject to any restriction on
their activities, they are not in restructuring or liquidation proceedings, they have not suspended or restricted their
activities, and they are not in bankruptcy proceedings;

5.1.1.2. They have all the authorisations, decisions, consents and approvals necessary to enter into this Contract and to
fulfil the obligations under this Contract fully and properly, and are able to provide them within a reasonable time as
determined by the Buyer.

5.1.2. By signing the Contract, the Supplier further represents and warrants that:

5.1.2.1. It has fully familiarised itself with all the information and documentation relating to the subject matter and object
of the Contract which is necessary for the performance of its obligations under the Contract, and that such
documentation and the information contained therein is fully and completely sufficient to enable the Supplier to ensure
the proper and complete performance and quality of all the obligations under the Contract. The Supplier confirms that
it has examined, understood and verified the documents referred to in the Contract and provided to it in advance, and
that, to the best of the Supplier’s knowledge, they do not contain any errors or other deficiencies that would prevent
the proper and timely performance of the Supplier’s obligations;

5.1.2.2. It has all the technical, intellectual, physical, organisational, financial and any other capabilities and qualities
necessary and appropriate to enable it to perform the terms of the Contract properly.

5.1.2.3. Inits dealings with the Buyer and third parties engaged for the performance of the Contract, it is aware of and
undertakes to comply with the provisions of the Group’s Corruption Prevention Policy (the “Policy”) and the Supplier

Code of Conduct (the “Code”), which establish lawful, sustainable and fair business practices that include mandatory
standards of environmental, human rights, labour standards and business ethics. The Supplier shall ensure that the
requirements of this paragraph are complied with by the Supplier’'s employees, members of the management and

supervisory bodies, and other representatives of both the Supplier and the third parties engaged by the Supplier for the
performance of the Contract.

5.1.2.4. It will promptly inform the Buyer of any circumstances arising during the term of the Contract which may be
deemed to violate the requirements and standards of conduct set out in the Policy and the Code, and, at the Buyer’s
request, provide all information relating to the occurrence of the circumstances, the remedying of the consequences,
and the implementation of preventive measures.

5.2. Intellectual Property

5.2.1. All results and related rights acquired in the performance of the Contract, including intellectual property rights,
except for personal non-property rights to the results of intellectual activity, shall be the property of the Buyer and shall
pass to the Buyer as from the moment of the handover and acceptance of the Services without any limitation, and may
be used, published, assigned or transferred by the Buyer to third parties without the Supplier’s express consent, unless
otherwise provided for in the Special Conditions of the Contract, or the intellectual property rights are not transferable
by virtue of the nature of the Services and/or the exclusivity of the rights, patents, etc.

5.2.2. In order to ensure the proper implementation of the provisions of this Section, the Supplier undertakes to enter
into the necessary agreements with its designated employees, subcontractors and any third parties. The Supplier also
undertakes to indemnify the Buyer against any claims by third parties in respect of the use of the works of intellectual
property, where the Buyer makes use of these works without prejudice to the terms of the Contract.

5.3. Confidentiality and Protection of Personal Data
5.3.1.If, in the performance of the Contract, a Party has received from the other Party information which is a trade secret
or other confidential information, it shall not be entitled to disclose such information to third parties without the consent
of the other Party.
5.3.2. Confidential Information shall not include the following:
5.3.2.1. Information that is, or was at the time of its submission, publicly available;
5.3.2.2.2. Information that was obtained from a third party on which the Buyer does not impose any restrictions
regarding its disclosure;
5.3.2.3. Information that may not be treated as confidential under current legal requirements;
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5.3.2.4. Information that was designated in writing by the other Party as non-confidential.

5.3.3. If the Supplier is in doubt as to whether information is confidential, the Supplier will treat such information as
confidential.

5.3.4. Each Party acknowledges and confirms that the personal data referred to in the Contract will be processed solely
for purposes related to the performance of the Contract and in accordance with strict confidentiality obligations and
requirements for the protection of personal data. The requirements for the processing of personal data, the rights of
data subjects and the obligations of data controllers shall be governed by Regulation (EU) 2016/679 of the European
Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of
personal data and on the free movement of such data, and repealing Directive 95/46/EC (General Data Protection
Regulation).

5.3.5. Where applicable and if requested by the Buyer, the Supplier shall sign a Confidentiality Agreement (paragraph 9
of the Special Conditions of the Contract) and/or a Personal Data Processing Agreement (paragraph 9 of the Special
Conditions of the Contract) in accordance with the standard forms provided by the Buyer, and if the Supplier refuses to
do so, the Supplier shall not be allowed to provide the relevant part of the Services and shall be liable for the full extent
of any liability for failure to provide the Services in time as set out in the Contract.

5.3.6. Failure to comply with confidentiality and/or personal data protection obligations shall constitute a material
breach of the Contract.

5.4. Language

5.4.1. If the Contract is concluded in both Lithuanian and a foreign language(s), and the versions in Lithuanian and in a
foreign language(s) do not match, the Lithuanian text shall prevail.

5.4.2. In the performance of the Contract, communication and correspondence between the Parties shall be conducted
in the Lithuanian language, unless the Parties agree otherwise. In cases where the Supplier’s registered office (or place
of residence) is located outside the Republic of Lithuania, correspondence may be conducted in English or in another
language mutually agreed upon by the Parties.

5.4.3. All documentation provided by the Supplier shall be in the Lithuanian language, unless otherwise specified in the
Contract or agreed in writing by the Parties.

5.5. Notices

5.5.1. All notices required to be given under this Contract or under applicable law shall be served on a Party to the
Contract and confirmed by signature, or sent by registered mail or email to the addresses specified in the Contract.
Notices shall be deemed to have been duly served 5 (five) working days after the date of dispatch of the registered letter
to the other Party at the address specified in the Contract. Notices sent by email shall be deemed to have been received
on the working day following the date of dispatch.

5.5.2. A Party shall give prior written notice to the other Party of any change in its particulars. All notices (documents)
sent by one Party to the other Party prior to the receipt of notice of the latter’s change of address shall be deemed to
have been duly served on that Party.

5.5.3. Notices, requests, demands, invoices, certificates and correspondence sent by the Parties shall indicate the
number and the date of the Contract.

5.6. Dispute Resolution

5.6.1. Any disputes, disagreements or claims arising out of or in connection with this Contract, its breach, termination or
validity shall be settled by negotiation between the Parties.

5.6.2. If the Parties are unable to resolve any dispute, disagreement or claim by negotiations, the dispute, disagreement
or claim shall be settled by the courts of the Republic of Lithuania in the place of the Buyer’s registered office, applying
the law of the Republic of Lithuania.
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5.7. Transfer of Rights

5.7.1. The Buyer shall have the right to transfer its rights and/or obligations under the Contract to a third party without
the Supplier’s express consent. The Supplier shall be informed of the transfer of rights and/or obligations to a third party
by written notice.

5.7.2. The Supplier shall not be entitled to assign its rights and/or obligations under the Contract to third parties without
the written consent of the Buyer. If the Supplier fails to comply with this requirement, the Supplier and the third party
who has assumed the rights and obligations shall be jointly and severally liable towards the Buyer.

5.8. Waiver of Rights

5.8.1. Failure by the Parties to exercise their rights under the Contract shall not constitute a waiver of those rights, unless
a Party waives those rights by written notice.
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Amber Grid

priedas Nr. 3/Annex No. 3

PIRMINIS PASIOLYMAS

INITIAL TENDER

AB AMBER GRID (VPP-240) DUJY, PAGAMINTY IS ATSINAUJINANCIY ENERGIJOS
ISTEKLIY, KILMES GARANTIY REGISTRO IT PASLAUGOS TEIKIMO JGYVENDINIMO,
PALAIKYMO IR PRIEZIUROS PIRKIMUI

FOR PROCUREMENT OF (VPP- 240) PROVISION OF IT SERVICE FOR THE REGISTRY
OF GUARANTEES OF ORIGIN FOR RENEWABLE GAS, ITS IMPLEMENTATION,
MAINTENANCE AND SUPPORT BY AB AMBER GRID

INFORMACUA APIE TIEKEJA / SUPPLIER INFORMATION

Tiekéjo pavadinimas / Jeigu dalyvauja

Name of the Supplier / If a group of

Grexel Systems Oy

Tiekéjy grupé, surasomi visy nariy | Suppliers is present, the names of all
pavadinimai members shall be listed
Tiekéjy  grupés atsakingas partneris | Responsible partner of the group of | -

(pildoma, jei Pasiilymq teikia Tiekéjy grupé)

Suppliers (to be filled in if the Tender is
submitted by a group of Suppliers)

Tiekéjo adresas / Jeigu dalyvauja Tiekéjy
grupé, surasomi visi dalyviy adresai

Supplier’s address / If a group of Suppliers
is involved, all addresses of the participants
are listed

Lautatarhankatu 6
00580 Helsinki
Finland

Tiekéjo juridinio asmens kodas (tuo atveju,
jei Pasiilyma pateikia fizinis asmuo — verslo
pazyméjimo Nr. ar pan.) / Jeigu Pasiilymg
pateikia Tiekéjy grupé, nurodomi visi Tiekéjy
grupés nariy kodai

Supplier’s legal entity code (s) (in case the
Tender is submitted by a natural person -
business certificate No., etc.) / If the Tender
is submitted by a group of Suppliers, all
codes of the members of the group of
Suppliers shall be listed

LEI: 7437002D6LQK701B6S13
Business ID: FI09656604

Tiekéjo PVM mokétojo kodas/ Jeigu
Pasitlymgq pateikia Tiekéjy grupé, nurodomi
visi Tiekéjy grupés nariy kodai

Supplier VAT identification number (s) / In
case the Tender is submitted by a Supplier
group, the codes of all the Supplier group
members shall be indicated.

F109656604

Tiekéjo / Tiekéjy grupés atsakingo partnerio
sgskaitos numeris, banko pavadinimas ir
banko kodas

Account number, bank name and bank
code of the Supplier / responsible partner

Danske Bank
IBAN: FI63 8000 1170 8819 74
BIC: DABAFIHH

Pasitlymo pasirasymui Tiekéjo / Tiekéjy
grupés atsakingo partnerio jgalioto asmens
vardas, pavardeé, pareigos, telefono numeris
ir el. pastas

of the Supplier
Name, surname, position, telephone
number and e-mail of the person

authorized by the Supplier / responsible




partner of the group of Suppliers to sign
the Tender

Tiekéjo / Tiekéjy grupés atsakingo partnerio

jgalioto asmens laiméjimo atveju
pasirasancio Sutartj vardas, pavardé,
pareigos

Name, surname and the position of the
person authorized by the Supplier /
Supplier group to sign the Contract if the
Supplier wins the Procurement

Tiekéjo / Tiekéjy grupés atsakingo partnerio
laiméjimo atveju uZ Sutarties vykdyma
paskirto atsakingo asmens vardas, pavarde,

Name, surname, the position, telephone
No. and e-mail of the person responsible
for the implementation of the Contract

pareigos, telefono numeris, el. pastas

appointed by a Supplier / responsible
partner of the Supplier group

SUTIKIMAS SU PIRKIMO SALYGOMIS

AGREEMENT TO THE PROCUREMENT CONDITIONS

1.1.

Su Pasitlymu pazymime, kad pateikdami savo Pasitlyma, sutinkame su PJ ir
Pirkimo sglygose nustatytomis Pirkimo procediromis.

With this Tender, we acknowledge that by submitting our Tender, we agree with the
further Procurement procedures set forth in LP and the Procurement conditions.

1.2.

Patvirtiname, kad atidZiai perskaitéme visus Pirkimo salygy, taip pat Techninés
specifikacijos reikalavimus, muisy Pasillymas juos visiskai atitinka ir
jsipareigojame jy laikytis vykdydami Sutartj. Taip pat jsipareigojame laikytis ir
kity Lietuvos Respublikoje galiojanciy ir Pirkimo objektui bei Sutarciai taikomy
teisés akty reikalavimy.

We confirm that we have carefully read all the requirements of the Procurement
conditions, as well as the Technical Specification, our Tender fully complies with them
and we undertake to comply with them in the performance of the Contract. We also
undertake to comply with the requirements of other legal acts in force in the Republic
of Lithuania and applicable to the Object of Procurement and the Contract.

1.3.

Teikdami Pasillymg patvirtiname, kad visos sililomos prekés (naudojamos
medZziagos, jranga) nepriklausomai ar naudojamos darby atlikimui ar paslaugy
suteikimui, atitiks Perkanciojo subjekto nurodytus reikalavimus, ir nebus
importuotos i$ Saliy, ar jy daliy, teritorijy (specialaus statuso zony), i$ kuriy
tokiy tiekiamy prekiy (naudojamy medzZiagy, jrangos) importas vyra
draudziamas pagal Jungtiniy Tauty saugumo tarybos sprendimus arba kurioms
taikomos Jungtiniy Amerikos Valstijy, Europos Sagjungos ribojamosios
priemonés (sankcijos) ar kity tarptautiniy organizacijy, kuriy naré yra arba
kuriose dalyvauja Lietuvos Respublika, tarptautinés sankcijos. Perkanciajam
subjektui rastu pareikalavus, per jo nurodytg terming bus pateikti dokumentai,
patvirtinantys prekiy (naudojamy medziagy, jrangos) kilmés salj ir gamintojg ir
jo akcininkus.

By submitting the Tender we confirm that all the goods (materials used, equipment)
offered, whether independently or used for the execution of works or the provision
of services, will meet the requirements the Contracting Entity and will not be
imported from the countries or their parts, territories (special status zones), from
which imports of such supplied goods (materials used, equipment) are prohibited by
decisions of the United Nations Security Council or in the case of restrictive measures
(sanctions) by the United States, the European Union or international sanctions of
other international organizations, the member or participant of which is the Republic
of Lithuania. Upon written request of the Contracting Entity, documents confirming
the country of origin of the goods (materials used, equipment), the manufacturer and
its shareholders will be submitted within the deadline specified by the Contracting
Entity.

1.4.

Uztikrinu,_kad mano atstovaujamas Tiekéjas/ Tiekéjy grupés nariai ir jo
pasitelkiami Subtiekéjai bei Ukio subjektai, kuriy pajégumais remiamasi, bus
susipazine su 2022 m. lapkricio 25 d. EPSO-G valdybos patvirtintu EPSO-G

| undertake to ensure that the Supplier/members of the Supplier Group represented
by me and the Sub-Suppliers, and Economic entities whose capacity is relied on, are
familiar with the EPSO-G Company Group’s Supplier Code of Conduct® approved by

3 Published on the website of the Epso-G group of companies at: https://www.epsog.It/uploads/documents/files/EPSO-G%20Supplier%20Code%200f%20Conduct%202022%2011%2025.pdf




jmoniy grupés tiekéjy etikos kodeksu® ir 2023 m. birZelio 29 d. EPSO-G
valdybos patvirtinta EPSO-G jmoniy grupés antikorupcinés veiklos politika?

pries vykdydami Sutart;.

the EPSO-G board on 25" of November, 2022 and the EPSO-G Company Group Anti-
Corruption Policy* approved by the EPSO-G board on 29" of June, 2023 before
engaging in the execution of the Contract.

gamintojams ar juos kontroliuojantiems juridiniams ir (ar) fiziniams asmenims

1.5. Patvirtinu, kad teikiant Pasitlyma néra nei vienos i$ Siy salyguy: I confirm that none of the following conditions apply when submitting the Tender:
Tiekéjas, jo Subtiekéjas, Tiekéjy grupés nariai, Ukio subjektai, kuriy pajégumais | The Supplier, its Sub-supplier, the members of the Supplier group, Economic entities
remiamasi, ar juos kontroliuojantys asmenys vyra juridiniai asmenys, | whose capacity is relied on, or the persons controlling them are legal entities

1.5.1. . . . . Y . . . N . .
registruoti VP] 92 straipsnio 15 dalyje numatytame sarase nurodytose | registered in the countries or territories® listed in Article 92 (15) of the LPP;
valstybése ar teritorijose®;

Tiekéjas, jo Subtiekéjas, Tiekéjy grupés nariai, Ukio subjektas, kurio pajégumais | The Supplier, its Sub-supplier, the members of the Supplier group, Economic entity
remiamasi, ar juos kontroliuojantys asmenys yra fiziniai asmenys, nuolat | whose capacity is relied on, or the persons controlling them are natural persons

15.2. gyvenantys VP] 92 straipsnio 15 dalyje numatytame sarase nurodytose | residing in the countries or territories listed in Article 92 (15) of the LPP or having
valstybése ar teritorijose arba turintys Siy valstybiy pilietybe; the citizenship of these countries;

153 Paslaugos néra teikiamos i$ VP] 92 straipsnio 15 dalyje numatytame sarase | the services are not provided from countries or territories included in the list

o nurodyty valstybiy ar teritorijy; provided for in Article 92 (15) of the LPP;
Liet R blikos Vyri bé d d i Nacionalini i . . . . N
|ve.uv'os' eSpL.J ! gs yriausyne, 'va ovau'ar.ném 'acpna"m}am sau'gumu! The Government of the Republic of Lithuania, in accordance with the criteria
uztikrinti svarbiy objekty apsaugos jstatyme jtvirtintais kriterijais, yra priémusi . . . . . .
. - . o . . . | established in the Law on the Protection of Objects Important for Ensuring National

1.5.4. sprendimg, patvirtinantj, kad Sios dalies 1.5.1 ir 1.5.2 punktuose nurodyti . . o . e

. . . . . . . Security, has adopted a decision confirming that the entities specified in Clauses
subjektai ar su jais ketinamas sudaryti (sudarytas) sandoris neatitinka . .

. - . 1.5.1. and / or 1.5.2. of the GPC do not meet national security interests;
nacionalinio saugumo interesy.
Tiekéjas, jo subtiekéjas, Ukio subjektas, kurio pajégumais remiamasi, vykdo | The supplier, its subcontractor, or the economic operator whose capacities are
veiklg VP] 92 straipsnio 15 dalyje numatytame sgrase nurodytose valstybése ar | relied upon operate in the states or territories listed in Article 92(15) of the LPP or
teritorijose arba yra Gkio subjekty grupeés, kurios bet kuris narys vykdo veiklg | they are members of an economic operator group, any member of which operates
VP) 92 straipsnio 15 dalyje numatytame sgrase nurodytose valstybése ar | in the states or territories listed in Article 92(15) of the LPP. Head of such a group,

1.5.5. teritorijose, narys arba jos vadovas, kitas valdymo ar prieZiliros organo narys ar | or any other member of its management or supervisory body, or any other
kitas (kiti) asmuo (asmenys), turintis (turintys) teise atstovauti tiekéjui, | individual(s) authorized to represent, control, make decisions on behalf of, or enter
subtiekéjui, Gkio subjektui, kurio pajégumais remiamasi, ar jj kontroliuoti, jo | into agreements for the supplier, subcontractor, or the economic operator whose
vardu priimti sprendimg, sudaryti sandorj, ir tokiu biadu dalyvauja tokiy Gkio | capacities are relied upon, participate in the activities of such economic operator
subjekty grupiy ir (ar) Gkio subjekty veikloje. groups and/or economic operators.

Patvirtinu, kad Tiekéjui, Subtiekéjams, kuriuos esu pasitelkes ar pasitelksiu | | declare under honour that the supplier, sub-suppliers whom | have invoked or will

1.6. ateityje, Ukio subjektams, kuriy pajégumais remiuosi ir (ar) remsiuosi, prekiy | invoke in the future, economic operators whose capabilities | rely on and/or will rely

on, manufacturers of goods, or the legal or natural persons who control them are

1 Skelbiama Epso-G jmoniy grupés tinklapyje adresu: https://www.epsog.It/uploads/documents/files/Politikos/2022-11-25%20Tiekeju%20etikos%20kodeksas.pdf

2 Skelbiama Epso-G jmoniy grupés tinklapyje adresu: https://www.epsog.|t/uploads/documents/files/Politikos/Antikorupcines%20veiklos%20politika.pdf

4 Published on the website of the Epso-G group of companies at: https://www.epsog.It/uploads/documents/files/Politikos/Antikorupcines%20veiklos%20politika%20_ENG_2023.pdf
5 Rusijos Federacija; Baltarusijos Respublika; Rusijos Federacijos aneksuotas Krymas; Moldovos Respublikos Vyriausybés nekontroliuojama Padniestrés teritorija; Sakartvelo Vyriausybés nekontroliuojamos Abchazijos ir Piety
Osetijos teritorijos.
6 Russian Federation; The Republic of Belarus; Crimea annexed by the Russian Federation; The territory of Transnistria not controlled by the Government of the Republic of Moldova; The territories of Abkhazia and South
Ossetia which are not under the control of the Sakartveli Government.




netaikomos

Jungtiniy Tauty saugumo tarybos, Europos Sajungos, kity
tarptautiniy organizacijy, kuriy naré yra arba kuriose dalyvauja Lietuvos
Respublika ar Jungtiniy Amerikos Valstijy sankcijos (ribojamosios priemonés).

not subject to international sanctions (restrictive measures) implemented by the
United Nations Security Council, the European Union, other international
organizations of which the Republic of Lithuania is a member or participant, or by
the United States of America. The controlling person is understood as defined in the
Competition Law of the Republic of Lithuania.

Deklaruojamoms aplinkybéms pasikeitus, jsipareigoju nedelsiant apie tai

If the declared circumstances change, | undertake to inform the Contracting Entity

L.7. informuoti Perkantjjj subjekta. immediately.
18 Tiekéjas uz pateiktos informacijos teisinguma atsako jstatymy nustatyta tvarka. | The Supplier shall be liable for the accuracy of the information provided in
e accordance with the procedures established by law.
2. PASIULYMO KAINA TENDER PRICE
3.1. Pasitlymo kaina nurodoma eurais. Tender price to be indicated in EUR.
3.2. Pasililymo kaina nurodoma uzpildant pateiktg lentele: Tender price to be indicated by completing the below provided table:
Maksimalus kiekis
. i . - . . Jkainis, Eur be PVM .
Eil. Nr. Pirkimo objektas Paslaugy teikimo laikotarpiu’ / Kaina, Eur be PVM® /
Matavimo
/ / Price in EUR, excludin
. vienetai £ Rate in EUR, excluding 10 g
No. Object of the Procurement / Measurement Maximum quantity during VAT* VAT
units Service provision period?®
1. Implementation and customization of the Registry, i.e. 26 250
until it is ready to be operational / Registro jgyvendinimas Set / Vnt. 1 26 250
ir pritaikymas, iki jo veiklos pradzios
2. Connection to AIB hub / Prijungimas prie AIB platformos Set / Vnt. 1 3750 3750
3. Connection to ERGaR hub / Prijungimas prie ERGaR Set / Vnt. 1 11 250 11 250
platformos
4. Costs for Registry usage, maintenance and support
(Service) for 33 months (after the Registry is operational) Mor?thly'f(.ee/
. . . . e Ménesinis 33 3500 115 500
/ Naudojimosi Registru mokestis, priezitra ir pagalba mokestis
(paslaugos), 33 mén. (nuo Registro veiklos pradzios)
g% | Costs for guarantees of origin (GO) transactions Transaction / 6000 000 0 0

(issuance, transfer, cancellation, withdrawal, import and

Transakcijos

7 Nurodytas maksimalus Pirkimo objekto kiekis. Perkantysis subjektas nejsipareigoja nupirkti viso nurodyto kiekio.
8 The maximum amount of Procurement object is indicated. The Contracting Entity does not undertake the liability to purchase the whole indicated amount.
9 Kaina Eur be PVM apskaiciuojama padauginant jkainj Eur be PVM i§ nurodyto maksimalaus kiekio.
© The price in EUR excluding VAT is calculated by multiplying the rate in EUR excluding VAT with the indicated maximum amount.




export) (Service) / Kilmés garantijy transakcijy kaina
(iSleidimas, perdavimas, panaudojimas, panaikinimas,
importas ir eksportas) (Paslaugos)
g.x** | Costs for ?dditional prc_)gramming works / Papildomy Hour / Valanda 300 100 30 000
programavimo darby kaina
7. Costs for data migration / Duomeny migravimo kaina Set / Vnt. 1 11 250 11 250
Pasitilymo kaina, Eur be PVM*! / Total Tender price in EUR, excluding VAT*? 198 000
PVM / VAT, Eur** Q***
Pasililymo kaina, Eur su PVM?*3 / Total Tender price in EUR, including VAT 198 000

* |kainiai turi bati pateikiami ne daugiau kaip dviejy skaiciy po kablelio tikslumu. / The rates are to be submitted at the preciseness of not more than two digits after the comma.
**Jeigu taikomas 0 proc. ar lengvatinis PYM dydZio tarifas, prasome nurodyti, kuo vadovaujantis taikomas toks PVM dydZio tarifas: / In case a VAT of 0 percent or a concession on
VAT is applied, please indicate, based on what grounds the respectful VAT rate is applied:

***EU reverse charge mechanism applies to supply of these services issued on a B2B basis: the buyer is liable to account for the local VAT.

*#** Paslaugy kainos” lentelés eilutése Nr.5 ir Nr.6 nurodytos Paslaugos bus perkamos pagal poreikj, todél atsiskaitoma pagal faktinj kiekj ir Paslaugy teikéjo nurodytus jkainius.
Perkamy Paslaugy kiekis priklausys nuo faktiniy uzsakymy ir poreikiy, Sutarties galiojimo metu. Sgskaitos bus iSraSomos kartu su ménesiniu mokesciu.

/Services indicated in lines No. 5 and No. 6 of the Table No. 1 “Service Prices” shall be purchased on demand, paying therefore based on the actual quantity and the rates specified
by the Service Provider. The scope of the purchased Services shall depend on the actual orders and needs, however, during the validity period of the Contract. The costs will be

invoiced together with the monthly fee.

Kartu su pirminiu pasitilymu pateikiami $ie dokumentai:/ The following documents shall accompany the initial proposal:

Eil.
Nr. Dokumento puslapiy skaigius/ N f
r Privalomi pateikti dokumentai/ Mandatory documents to be submitted okumento puslapiy skaicius/ Number o
Item pages of the document
No.

" Tai néra Perkangiojo subjekto jsipareigojimas Laimeéjusiam Tiekéjui sumoketi nurodytg suma Sutarties galiojimo laikotarpiu ir bus naudojama tik Pasidlymy vertinimui ir palyginimui. Laiméjusiam Tiekéjui bus
sumokama tik uz faktiskg kiekj.

2 This is not the Contracting entity's obligation to pay the specified amount to the Winning Supplier during the term of the Contract and will be used only for the evaluation and comparison of the Tenders. The
winning Supplier will be paid for the actual acquired quantity only.

'3 Pasitlymo kaina Eur su PVM turi apimti visas iSlaidas, visus mokesg¢ius ir apmokestinimus, mokétinus pagal galiojancius Lietuvos Respublikos jstatymus.

Jei Tiekéjas néra PVM mokétojas arba paslaugos yra neapmokestinamos PVM pagal Lietuvos Respublikos pridétinés vertés mokescio jstatyma, grafoje ,PVM* raSoma — 0, o grafoje ,Pasidlymo kaina Eur
su PVM* jraSoma ta pati suma kaip ir grafoje ,Pasidlymo kaina Eur be PVM*. Jei Tiekéjas néra PVM mokétojas arba paslaugoms néra taikomas PVM arba taikomas lengvatinis PVM, Tiekéjas turi
nurodyti PVM netaikymo ar lengvatinio PVM taikymo pagrindima.

4 The price of the Tender in EUR including VAT must encompass all the costs, all taxes and rates, payable in accordance with the valid laws of the Republic of Lithuania.

In case the Supplier is not a VAT payer or the services are not subject to VAT in accordance with the Law on Value Added Tax of the Republic of Lithuania, 0 is written in the column “VAT”, while in the column
“Tender price in EUR including VAT” the same sum as listed under the column “Tender price in EUR not including VAT” shall be indicated. In case the Supplier is not a VAT payer or services are not
subject to VAT or a VAT concession is applicable, the Supplier shall be liable to indicate the grounds for exemption of VAT application or a VAT concession.



Qu: IT projekty vadovo patirtis (sékmingai jgyvendinty KG registry projekty skaicius)/ Q1: IT Project manager
1. experience (number of successfully implemented projects for Registries for GOs ) 19

Qa: Sistemos architekto patirtis (Sistemos architekto patirtis (sékmingai sukurty ir jgyvendinty registry prijungimy | 16
prie AIB ir (arba) ERGaR platformy skaicius) /

2.

Qa: System architect experience (number of successfully developed and implemented connections for Registries to

AIB hub and / or ERGaR hub)
3 Qa: Trumpesnis problemos nustatymo ir issprendimo laikas/ Qs: Shorter issue fixing provision time YES
4, PASIULYMO GALIOJIMO TERMINAS TENDER VALIDITY TERM

L - L . I . . The Tender is valid for 3 months since the final deadline for submission of the

4.1. Pasililymas galioja 3 ménesius nuo Pasiiilymo pateikimo termino pabaigos. Tender
5. KONFIDENCIALI INFORMACUA CONFIDENTIAL INFORMATION

Visas Tiekéjo Pasitlymas negali bati laikomas konfidencialia informacija'>, | The entire Tender of the Supplier may not be considered confidential'’, but the
taciau Tiekéjas gali nurodyti, kad tam tikra jo Pasillyme pateikta informacija | Supplier may indicate that certain information provided in the Tender is confidential
5.1. yra konfidenciali atitinkamus dokumentus arba informacija pazymédamas | by marking the respective documents or information as “CONFIDENTIAL”. In any
Zzyma ,KONFIDENCIALU”. Bet kokiu atveju, visg Pasillymo konfidencialig | case, all Confidential information of the Tender must be provided by the potential
informacijg Perkanciojo subjekto praSymu privalés nurodyti galimas | winner / winner at the request of the Contracting Entity by completing Annex No. 7

5 Vadovaujantis P] 32 straipsnio 2 dalimi, konfidencialia negalima laikyti informacijos:

1) jeigu tai pazeisty jstatymy, nustatanciy informacijos atskleidimo ar teisés gauti informacija reikalavimus, ir Siy jstatymy jgyvendinamuyjy teisés akty nuostatas;

2) jeigu tai pazeisty P] 46 ir 68 straipsniuose ir 94 straipsnio 9 dalyje nustatytus reikalavimus dél paskelbimo apie sudarytg pirkimo sutartj, kandidaty ir dalyviy informavimo, laiméjusio dalyvio pasitlymo,
sudarytos pirkimo sutarties, preliminariosios sutarties ir Siy sutarciy pakeitimy paskelbimo, jskaitant informacijg apie pasidlyme nurodytg prekiy, paslaugy ar darby kaina, iSskyrus jos sudedamasias dalis;

3) pateiktos tiekéjy pasalinimo pagrindy nebuvima, atitiktj kvalifikacijos reikalavimams, kokybés vadybos sistemos ir aplinkos apsaugos vadybos sistemos standartams patvirtinanciuose dokumentuose,
iSskyrus informacija, kurig atskleidus bity pazeisti tiekéjo jsipareigojimai pagal su treciaisiais asmenimis sudarytas sutartis, — tuo atveju, kai $i informacija reikalinga tiekéjui jo teisétiems interesams ginti;

4) informacijos apie pasitelktus Ukio subjektus, kuriy pajégumais remiasi tiekéjas, ir subtiekéjus — tuo atveju, kai Si informacija reikalinga tiekéjui jo teisétiems interesams ginti.

7 Pursuant to Article 32 (2) of the LP, the information cannot be considered confidential'”:

1) if that would violate the provisions of the laws establishing the requirements for disclosure of information or the right to receive information, and the legal acts implementing these laws;

2) if that would violate the requirements set out in Articles 46 and 68 and Article 94 (9) of LP regarding the announcement of the concluded procurement contract, informing of candidates and tenderers,
publication of the tender of the Successful Tenderer, concluded contract, draft contract and amendments to these contracts, including information on the price of the goods, services or works specified in the
tender, except for its components;

3) provided in the documents certifying the absence of grounds for exclusion of suppliers, compliance with the qualification requirements, quality management system and environmental management system
standards, except for information the disclosure of which would violate the obligations of the supplier under contracts concluded with third parties, in so far as this information is necessary for the protection of
the supplier’s legitimate interests;

4) information on the economic operators whose capacities are relied on by the Supplier and subcontractors, in so far as this information is necessary for the Supplier to protect its legitimate interests.



laimétojas/laimétojas uZpildant SPS 7 priedy ,Konfidenciali informacija“ ir
pateikti Sios informacijos konfidencialumg pagrindzZianéius dokumentus.
Nepateikus praSomos informacijos ar konfidencialumo pagrindimo, bus
laikoma, kad visa Pasitlyma'® sudaranti informacija néra konfidenciali, i8skyrus
informacija, kurios atskleidimas negalimas pagal Asmens duomeny teisinés
apsaugos jstatyma.

Perkantysis subjektas negali tretiesiems asmenims atskleisti i$ tiekéjy gautos
informacijos, kurig jie nurodé kaip konfidencialig, iSskyrus atvejus, kai
Pasitlymo informacija negali bati konfidenciali kaip nurodyta Sios Pasitlymo
formos 5.2. punkte arba kai Tiekéjas buvo paprasytas pagrjsti Pasiilymo
informacijos konfidencialuma ir per Perkanciojo subjekto nustatytg terming to
nepadaré.

of the SPC “Confidential Information” and providing documentation justifying the
confidentiality of this information. Failure to provide the requested information or
confidentiality justification will result in all information constituting the Tender®
being considered non-confidential, except for information the disclosure of which is
not permitted under the Law on the Legal Protection of Personal Data.

The Contracting Entity may not disclose to third parties the information received
from the suppliers, which they have indicated as confidential except for cases where
the information of the Tender cannot be confidential as indicated in point 5.2. of this
Tender form or when the Supplier was requested to provide justification for the
confidentiality of the information in the Tender and did not do so within the deadline
set by the Contracting Entity.

Mums Zinoma, kad Lenteléje Nr. 1 nurodyta Pasitilyme pateikiama

informacija negali bati konfidenciali ir pirkimo laiméjimo atveju privalo bati

We know that in the information indicated in the Table no. 1 and provided in the
Tender cannot be confidential and must be made public in case of winning the

5.2. vieSinama vadovaujantis vieSuosius pirkimus reglamentuojanciy teisés akty | Procurement in accordance with the provisions of the legal acts regulating public
nuostatomis ir Vie$yjy pirkimy tarnybos'® (toliau — VPT) bei teismy | procurement and the practice established by the Public Procurement Office®
formuojama praktika. (hereinafter - PPO) and courts.

Lentelé Nr. 1/ Table No. 1

Eil. Nr. / Su Paraiska/Pasitilymu Information provided in the v . ..

No. pateikiama informacija Application / Tender VieSinimo pagrindas Grounds for publicity
1. Uzpildyta Paraiskos/Pasiilymo | Filled in form of the | VieSinama vadovaujantis P} 32 straipsnio 2 | Information will be published in accordance
forma Application / Tender dalimi, iSskyrus informacijg, kurios atskleidimas | with Article 32 (2) of the LP, except for
negalimas pagal Asmens duomeny teisinés | information which cannot be published under
apsaugos jstatyma. the Law on the Legal Protection of Personal
Data.
2. Informacija apie Ukio subjektus, | Information  about the | VieSinama vadovaujantis P] 32 straipsnio 2 | Information will be published in accordance

kuriy pajégumais
subtiekéjus ir kvazisubtiekéjus

remiamasi,

Economic operators whose
capacities will be relied on,
Sub-suppliers and Quasi sub-
suppliers

dalimi, iSskyrus informacijg, kurios atskleidimas
negalimas pagal Asmens duomeny teisinés
apsaugos jstatyma.

with Article 32 (2) of the LP, except for
information which cannot be published under
the Law on the Legal Protection of Personal
Data.

‘6 pasitilymas — pagal Perkangiojo subjekto nustatytas Sglygas bei terminus Tiekéjo rastu pateikiamy dokumenty ir duomeny visuma, kuria sitloma tiekti prekes, teikti paslaugas ar atlikti darbus.

8 Tender - a set of documents and data submitted by the Supplier in writing in accordance with the Terms and Conditions set by the Contracting Entity, by which it is proposed to supply goods, provide
services or perform works.
®Daugiau apie konfidencialumg vieSuosiuose pirkimuose VPT parengtoje metodikoje: http://vpt.Irv.It/uploads/vpt/documents/files/mp/konfidenciali_informacija.pdf
20 You may find more on confidentiality in public procurement in information prepared in Lithuanian language by Public Procurement office:
http://vpt.Irv.lt/uploads/vpt/documents/files/mp/konfidenciali_informacija.pdf



3. Tiekéjo EBVPD ir pagrindziantys | Supplier’s ESPD and | VieSinama vadovaujantis P} 32 straipsnio 2 | Information will be published in accordance
dokumentai supporting documents dalimi, VPT ir teismy formuojama praktika, kad | with Article 32 (2) of the LP, PPO and case law,
tiekéjo duomenys apie pasalinimo pagrindy | that states that the Supplier's data on the
buvima/nebuvimg, kvalifikaciniai duomenys, | existence / absence of grounds for exclusion,
kuriais tiekéjas remiasi siekdamas laiméti viesgjj | the qualification data on which the supplier
pirkimg, negali bati laikomi konfidencialia | relies on in order to win the public
informacija, iSskyrus tokius kvalifikacijg | procurement, cannot be considered
pagrindziancius dokumentus, kuriuos atskleidus | confidential, except for such qualification
bty pazeisti tiekéjo jsipareigojimai pagal su | documents, the disclosure of which would
treciaisiais asmenimis sudarytas sutartis (P} 32 | violate the Supplier's obligations under
str. 2 d. 3 p.) arba informacijos atskleidimas | contracts with third parties (Article 32 (2) point
negalimas pagal Asmens duomeny teisinés | 3 the LP) or disclosure of information is not
apsaugos jstatyma. possible under the Law on the Legal Protection
of Personal Data.
4. Prekiy, paslaugy ar darby | Price / rates of goods, | VieSinama vadovaujantis P] 32 straipsnio 2 | Information will be published in accordance
kaina/jkainiai services or works dalimi, VPT ir teismy formuojama praktika, | with Article 32 (2) of the LP, PPO and case law,
iSskyrus jkainiy sudedamasias dalis. except for the components of the price rates.
5. Atitikties Techninés | Table of compliance with the | VieSinama vadovaujantis P] 32 straipsnio 2 | Information will be published in accordance
specifikacijos reikalavimams | requirements of the | dalimi, VPT ir teismy formuojama praktika. with Article 32 (2) of the LP, PPO and case law.
lentelé Technical Specification
53 Pasirasydamas §j Pasillymg, tvirtintu visy kartu su PasiGlymu pateikiamy | By signing this Tender, | certify the authenticity of all documents submitted with the

dokumenty tikruma.

Tender.

M K

Managing Director of Grexel Systems Oy

(Tiekéjo arba jo jgalioto asmens vardas, pavardé, paradas/ name, surname, signature of the Supplier or a person authorised by the Supplier) *

21 Jei dokumentg pasiraso Tiekéjo vadovo jgaliotas asmuo, prie Pasidlymo turi biti pridétas rasytinis jgaliojimas arba kitas dokumentas, suteikiantis paraso teise. / If the document is signed by a person
authorised by the Supplier's CEO, the Tender must be accompanied by a written power of attorney or other document giving the right to sign.




Pasiiilymo formos 1 priedas

Annex No 1 to tender form

FOR THE PROVISION OF IT SERVICE FOR THE REGISTRY OF GUARANTEES OF ORIGIN FOR GAS,
ITS IMPLEMENTATION, MAINTENANCE AND SUPPORT

DUJY, PAGAMINTY IS ATSINAUJINANCIY ENERGIIOS ISTEKLIY, KILMES GARANTIY REGISTRO
IT PASLAUGOS TEIKIMO JGYVENDINIMAS, PALAIKYMAS IR PRIEZIORA

FULLFIMENT OF MANDATORY REQUIREMENTS
PRIVALOMUY FUNKCIONALUMUY JGYVENDINIMAS
Annex: Table D

Priedas: D lentelé



Requirement ID
/ Funkcionalu-
mo Nr.

Description of requirement

Funkcionalumo paaiskinimas

The requirement is fulfilled (Y) /
Reference to the available
documentation, visual material,
information, etc, indicating
compliance with the requirement /
Funkcionalumas jgyvendintas (T) /
Nuoroda j atitinkamg dokumentacija,
vizualine medziagg, informacija, kita,
parodancig funkcionalumo atitikt;j

The requirement will be fulfilled by
the date the Registry for GOs
becomes operational??/
Funkcionalumas bus jgyvendintas KG
Registro paslaugy teikimo datai!

H.1.

The Registry is built in line with Renewable
Energy Directive (RED) requirements, CEN
EN16325 standard and other relative EU and
national legislation including Law on Energy
from Renewable Sources by Republic of
Lithuania (12 May 2011, No XI-1375 including
further amendments); the Order of the
Minister of Energy of the Republic of Lithuania
No 1-158 of 21 May 2019, On the approval of
the rules for the issue, transfer and cancelation
of the guarantees of origin of gas produced
from renewable energy resources, and for
supervision and control of the use of
guarantees of origin, and for the recognition of
guarantees of origin issued by other member
states in the Republic of Lithuania with further
amendments of 15 December 2023, Nr. 1-380,
22 July 2022, Nr. 1-239, 1 June 2020, Nr. 1-139,
etc., as for the date of submission of Initial
proposals.

Registras veikia pagal Atsinaujinancios
energijos istekliy direktyvos (RED)

reikalavimus, CEN EN16325 standartg ir
kitus susijusius ES ir nacionalinius teisés

aktus, jskaitant Lietuvos Respublikos

atsinaujinanciy istekliy energetikos jstatymg

(2011 m. geguzés 12 d., Nr. XI-1375, su

vélesniais pakeitimais); Lietuvos Respublikos
energetikos ministro 2019 m. geguzés 21 d.
jsakyma Nr. 1-158 ,,Dél dujy, pagaminty is
atsinaujinanciy energijos istekliy, kilmés

garantijy iSdavimo, perdavimo ir

panaikinimo, kilmés garantijy naudojimo
prieziGros ir kontrolés bei kity valstybiy
nariy iSduoty kilmés garantijy pripazinimo
Lietuvos Respublikoje taisykliy patvirtinimo”
su vélesniais pakeitimais (2023 m. gruodzio
15d., Nr. 1-380, 2022 m. liepos 22 d. Nr. 1-
239, 2020 m. birZelio 1 d. Nr. 1-139, ir kiti),

Pirminiy pasitlymy pateikimo datai.

The requirement is fulfilled (Y)

G-REX Solution Description (Chapter
1.1)

H.2.

The Registry has to be an online application
accessible via an Internet Browser (at least,
Mozilla Firefox, Google Chrome and Microsoft
Edge).

Registras turi bati pasiekiamas per interneto

narsykle (bent jau ,,Mozilla Firefox”,
,Google Chrome” ir ,,Microsoft Edge”).

The requirement is fulfilled (Y)

G-REX AH User Manual (Chapter 1)

H.3.

The Participant is able to use an Internet
Browser and navigate to the Registry’s URL.

Dalyvis naudodamas interneto narsykle gali

pereiti prie registro URL adreso.

The requirement is fulfilled (Y)

G-REX AH User Manual (Chapter 1)

22 As provided in point 3 part 1) of the Technical Specification, except connection to AIB hub and ERGaR hub as specified in point 3 part 2) / Kaip nurodyta Techninés
specifikacijos 3 punkto 1) dalyje, iSskyrus prijungimg prie AIB platformos ir ERGaR platformos, kaip nurodyta 3 punkto 2) dalyje.




H.4. The Registry has multifactor authentication for | Registras turi keliy veiksniy naudotojo The requirement is fulfilled (Y)
user authentication. autentifikavima.
G-REX AH User Manual (Chapter
1.4.8)
H.5. Menu option system for authenticated users Turi blti numatyta meniu parinkciy sistema | The requirement is fulfilled (Y)
has to be provided. autentifikuotiems naudotojams.
G-REX AH User Manual (Chapter 1.6)
H.6. Metered data: to receive renewable gas Apskaitos duomenys: gauti atsinaujinanciyjy | G-REX APl Manual (See link The requirement will be fulfilled by
production and consumption metered data dujy gamybos ir vartojimo apskaitos Certificate creation API from open the date the Registry for GOs
provided by the Participant or Meter data duomenis, kuriuos pateikia ,,Amber Grid“ AP| documentation) becomes operational
provider authorised by Amber Grid or by jgaliotas asmuo arba apskaitos duomeny
Amber Grid to be uploaded / or filled into the teikéjas arba ,,Amber Grid“, kad jie blty G-REX AH User Manual (Chapter 6)
Registry and assigned to the appropriate jkelti arba suvesti j Registrg, ir priskirti
Production Device and Consumption point. atitinkamam gamybos jrenginiui arba
vartojimo taskui.
H.7. If metered data has to be entered manually Jei apskaitos duomenis j Registrg reikia The requirement is fulfilled (Y)
into the Registry, data entry shall be available jvesti rankiniu bldu, duomeny jvedimas turi
to Issuing Body. bati prieinamas Paskirtajam subjektui. G-REX AH/IB User Manual (Chapter
6)
H.8. The Service provides well defined application Paslauga suteikia aiskiai apibréztas The requirement is fulfilled (Y)
programming interfaces (Web Services based taikomuyjy programy programavimo sgsajas
API) to push and pull data from the Registry. (Ziniatinklio paslaugomis pagrjstg API), G-REX APl Manual
skirtas perkelti j ir iStraukti duomenis is G-REX Solution Description (Chapter
Registro. 2.3.8)
H.9. The data exchange interfaces for the Registry Registro duomeny mainy sasajos turi bati The requirement is fulfilled (Y)
shall be designed in such a way that they are sukurtos taip, kad bity suderinamos su:
compatible with the following: G-REX APl Manual (See link
Certificate creation APl from open
AP| documentation)
H.9.1. Transport protocols for data exchange formats: | Duomeny mainy formaty perdavimo The requirement is fulfilled (Y)
protokolais:
G-REX APl Manual (See link
Certificate creation API from open
AP| documentation)
a) All API shall use secure transport protocols (i.e. | Visose APl interaktyviems duomeny The requirement is fulfilled (Y)

— HTTPS) equivalent to transport layer security
for interactive data exchange;

mainams turi bati naudojami saugis
transporto protokolai (t. y. - HTTPS),
atitinkantys transporto lygmens sauguma;

G-REX APl Manual (Open API
Documentation)




b)

The Registry has to ensure GOs transfer file
structure EECS Rules latest version support, in
accordance with EECS rule subsidiary
document HubCom.

Registras turi uztikrinti KG perdavimo faily
strukttros palaikymg pagal EECS naujausig
versijg, kaip numatyta EECS taisykliy
pagalbiniame dokumente HubCom.

The requirement is fulfilled (Y)

G-REX Solution Description (Chapter
1.1)

H.9.2. Other requirements for data exchange: Kitais keitimosi duomenimis reikalavimais: The requirement is fulfilled (Y)
a) Data quality control must be ensured. Data Turi blti uztikrinta duomeny kokybés The requirement is fulfilled (Y)
exchange interfaces shall incorporate controls kontrolé. Duomeny mainy sasajose turi bati
that verify that the data is consistent with the jdiegtos kontrolés priemonés, kuriomis E.g. G-REX AH User Manual Chapter
intended structure and contain values within tikrinama, ar duomenys atitinka numatyta 1.8.4
the allowed range of values; struktdrg ir ar jy vertés atitinka leidZziamg
verciy intervalg;
b) Auditing of data requests shall be ensured. The | Turi bati uztikrintas duomeny uzklausy The requirement is fulfilled (Y)
Registry shall keep information on all data auditas. Registras saugo informacijg apie
exchange cases carried out, including both visus jvykdytus keitimosi duomenimis G-REX Solution Description (Chapter
manually called and automatic; atvejus, jskaitant tiek rankiniu badu 2.3.6.1)
iSkviestus, tiek automatinius; G-REX AH Manual (Chapter 4.1) / IB
Manual (Chapter 4.3)
c) Data exchange interfaces shall be designed in Keitimosi duomenimis sgsajos turi bati The requirement is fulfilled (Y)
such a way that the Registry can continue to be | suprojektuotos taip, kad Registru baty
used in case related systems are not available. galima naudotis ir tuo atveju, jei nebity G-REX Solution Description (Chapter
galima naudotis susijusiomis sistemomis. 1.4)

H.10. The Registry must be connected to AIB hub for Registras turi bati prijungtas prie AIB G-REX Solution Description (Chapter | The requirement will be fulfilled by
exchange of GOs with other registries platformos ir keistis duomenimis su kitais Oand1) the date the Registry for GOs
connected to AIB hub. registrais, prisijungusiais prie AIB becomes operational

platformos.

H.11. The Registry must be connected to ERGaR hub Registras turi bati prijungtas prie ERGaR G-REX Solution Description (Chapter | The requirement will be fulfilled by
for exchange of GOs with other registries platformos ir keistis su kitais registrais, 0) the date the Registry for GOs
connected to ERGaR hub. prisijungusiais prie ERGaR platformos. G-REX IB Manual (Appendix 2: ERGaR | becomes operational

Import/Export)

H.12. The Service includes all necessary hardware, Paslauga apima visg blting technine jranga, | The requirement is fulfilled (Y)
software licenses, third-party services, and programinés jrangos licencijas, treciyjy saliy
data communication required to run the paslaugas ir duomeny perdavima, reikalingg | G-REX Solution Description (Chapter
service. paslaugai teikti. 2)

H.13. The Service Provider provides all historic data Paslaugy teikéjas uztikrina, kad visi istoriniai | G-REX Solution Description (Chapter | The requirement will be fulfilled by
from the Registry for GOs to Amber Grid after KG registro duomenys bity perduoti 6.1) the date the Registry for GOs
completion of the contract in the format »2Amber Grid“ pasibaigus Sutarties galiojimo becomes operational
agreed with Amber Grid. terminui su ,Amber Grid“ sutartu formatu.

H.14. The Service Provider provides disaster recovery | Paslaugy teikéjas pateikia atkdrimo po The requirement is fulfilled (Y)

plan, which would include backups, failovers

nelaimés plang, kuris apimty atsargines




and ensures data recovery before the start the
Registry operational.

kopijas, nepateiktus duomenis ir uztikrinty
duomeny atkdrima, pries pradedant
Registro paslaugy teikima.

G-REX Solution Description (Chapter
4.2)

H.15. The Registry has role-based access control for Registro prieigai valdyti taikoma | The requirement is fulfilled (Y)
access management: vaidmenimis pagrjsta prieigos kontrolé:
* The level of access and access should be e Prieigos lygis ir prieiga turéty bati | G-REX IB/AH User Manual (Appendix:
controlled by roles or policies, kontroliuojami  pagal vaidmenis arba | Access Rights)
*The management of roles and policies should politika;
be possible through a graphical user interface. ¢ Vaidmenis ir politikas turéty bdati galima
valdyti per grafine naudotojo s3saja.
I.1. The Service Provider must implement the Paslaugy teikéjas turi jgyvendinti Registro The requirement is fulfilled (Y)
customization and configuration of the Registry | pritaikymg ir konfigliravima, kad uztikrinty
in order to ensure the compliance of the Registro atitiktj Pirkimo konkurso G-REX Solution Description (Chapter
Registry with the requirements of the Tender. reikalavimams. 1.2)
1.2. The Registry shall utilise Responsive Design Registras turi naudoti ,Responsive Design” The requirement is fulfilled (Y)
principles to be accessible from devices with (Prisitaikancio dizaino) principus, kad bity
different screen resolutions and devices used. pasiekiamas is skirtingos ekrano raiskos G-REX AH Manual (Chapter 1.8.3.11)
jrenginiy ir naudojamy prietaisy.
1.3. The Registry should be built in line with the AIB | Registras turi bati sukurtas ir atitikti AIB The requirement is fulfilled (Y)
EECS Rules as for the date of submission of EECS taisykles Pirminio pasitlymo pateikimo
Initial proposals. datai. G-REX Solution Description (Chapter
1.1)
1.4. The Registry should be built in line with ERGaR Registras turi bati sukurtas ir ERGaR CoO The requirement is fulfilled (Y)
CoO scheme rules (hereinafter — ERGaR CoQ) as | schemos (toliau - ERGaR CoO schema)
for the date of submission of Initial proposals. taisykles Pirminio pasitlymo pateikimo G-REX Solution Description (Chapter
datai. 0.2)
F.1. The Registry must ensure functionalities of Registras turi uztikrinti KG iSdavima, The requirement is fulfilled (Y)
issue, transfer, withdraw, cancel and manage perleidimg, atSaukimg, panaikinimg ir
(expire, etc.) approx. 2 million GOs per one islaikymg (pasibaigus galiojimui ir pan.) apie | G-REX Solution Description (Chapter
year?, 2 min. KG per metus?, 2.3.4.2)
F.2. The Registry must ensure GOs exchange Registras turi uztikrinti KG apsikeitima tarp The requirement is fulfilled (Y)

between the registries that are connected to
the AIB hub.

registry, prisijungusiy prie AIB platformos.

G-REX Solution Description (Chapter
1.1)

23 The number of GOs transactions is preliminary.
24 KG skaicius yra preliminarus.




F.3. The Registry must ensure GOs exchange Registras turi uztikrinti KG apsikeitima tarp The requirement is fulfilled (Y)
between the registries that are connected to registry, prisijungusiy prie ERGaR
the ERGaR hub. platformos. G-REX Solution Description (Chapter
0.2)
G-REX IB Manual (Appendix 2: ERGaR
Import/Export)
F.4. The GOs can only be issued when a Production | KG gali bati iSduodamos tik tada, kai The requirement is fulfilled (Y)
device has been registered in the Registry. gamybos jrenginys yra jregistruotas
Registre. G-REX IB User Manual (Chapter 9)
F.5. The GOs must be able to ensure adding Label Turi blti uztikrinta, kad j KG bity galima The requirement is fulfilled (Y)
information to the GOs in accordance with jtraukti papildomg informacija (Label
EECS rules. information) pagal EECS taisykles. G-REX AH/IB User Manual (Chapter
5.2) (License attributes are
configurable)
F.6. Several Production devices can be registered by | Paskyros valdytojas gali uzregistruoti kelis The requirement is fulfilled (Y)
the same Account holder. gamybos jrenginius toje pacioje paskyroje.
G-REX AH/IB User Manual (Chapter
5.3)
F.7. The same user can have access to one or more Tas pats Naudotojas gali turéti prieiga prie The requirement is fulfilled (Y)
accounts in the Registry for GOs. vienos ar daugiau Registro paskyry.
G-REX AH User Manual (Chapter
1.7.2)
F.8. The following additional attributes must be | KG turi bati pateikiami duomenys: The requirement is fulfilled (Y)
available to the GOs attributes: a. Zemutinis $ilumingumas,
a. Lower calorific value b. Virsutinis Silumingumas G-REX AH/IB User Manual (Chapter
b. Higher calorific value c. Zaliavos 5.2) (License attributes are
c. Feedstock d. Zaliavy kilmes 3alis configurable)
d. Country of origin of feedstock e. Informacija apie CO2
e. CO2information f.  Sertifikavimo schemos pavadinimas
f.  Certification Scheme name g. Tvarumo sertifikato (PoS) numeris
g. Proof of Sustainability (PoS) number h. Papildomas (-i) pozymis (-iai) /
h. Additional attribute(s) / information. informacija.
F.9. Availability to provide the additional attributes | Galimybé pateikti papildomus poZymius The requirement is fulfilled (Y)

in accordance with EECS rules, for example,
section O8 (as free text).

(duomenis) pagal EECS taisykles, pavyzdziui,
08 skirsnj (kaip laisva tekstg).

G-REX AH/IB User Manual (Chapter
5.2) (License attributes are
configurable)




F.10. In  accordance with national legislative | Pagal nacionaliniy teisés akty nuostatas, | G-REX AH User Manual (Chapter The requirement will be fulfilled by
provisions, the Registry will have availability to | Registre turi bati galimybé jvesti suvartojimo | 3.4.1.1) the date the Registry for GOs
enter metering data for the Consumption points | duomenis vartojimo vietose Domene (laisvas becomes operational
in the Domain (free text format). When | tekstas). Atliekant KG panaudojimg, iSskyrus
cancelling GO for all purposes, except | jeitaiskirtajrodytiatsinaujinancios energijos
disclosure, the following data entries will be | kilmei, turi bati galima pateikti duomenis:
available: a. Vartojimo vietos nr., pavadinimas, vieta,

a. Consumption point ID, name, location, | 3alis,

country, b. Panaudoty KG kiekis ir suvartojimo
b. Number of cancelled GOs and consumption | laikotarpis,

period, c. Galutinio vartotojo pavadinimas, galutinio
c. Name of beneficiary, type of beneficiary, vartotojo tipas,
d. Usage category, d. Vartojimo kategorija,
e. Sustainability related data, e. Su tvarumu susije duomenys,
f.  Purpose of cancelation, etc. f. Panaudojimo tikslas, kita.

F.11. The Registry issues GOs that contain | Registras iSduoda KG, ir pateikiama The requirement is fulfilled (Y)
information, which is described in EECS Rules, | informacija, aprasyta EECS taisykliy C3.5.4
section C3.5.4. skirsnyje. G-REX AH/IB User Manual (Chapter

5.2) (License attributes are
configurable)

F.12. It is possible to define in the System which fields | Sistemoje galima nustatyti, kurie laukai yra The requirement is fulfilled (Y)
are optional, and which are mandatory. neprivalomi, o kurie - privalomi.

G-REX AH/IB User Manual (Chapter
5.2) (License attributes are
configurable)

F.13. All historical data in the Registry will be retained | Istoriniai duomenys Registre saugomi The requirement is fulfilled (Y)
for the Issuing Body. Paskirtajam subjektui.

G-REX Solution Description (Chapter
2.3.6.1.)
G-REX AH User Manual (Chapter 4.1),
IB Manual (Chapter 4.3)

F.14. The Registry can issue and administrate | Registras gali iSduoti ir administruoti The requirement is fulfilled (Y)

hydrogen GOs.

vandenilio KG.

G-REX Solution Description (Chapter
1.1)




F.15. Automatic data exchange with AIB hub must be | Turi bti uztikrintas automatinis duomeny The requirement is fulfilled (Y)
ensured at least with the interval of once per | keitimasis su AIB platform bent kartg per
hour. valanda. G-REX Solution Description (Chapter
1.1)
G-REX AH/IB User Manual (Chapter
5.2) (License attributes are
configurable)
F.16. Data exchange with ERGaR hub must be | Turi blti uztikrintas keitimasis duomenimis The requirement is fulfilled (Y)
ensured. su ERGaR platforma.
G-REX Solution Description (Chapter
0.2)
G-REX IB Manual (Appendix 2: ERGaR
Import/Export)
F.17. Generate GOs reports with aim to ensure | Suformuoti KG ataskaitas, siekiant pateikti The requirement is fulfilled (Y)
statistics based on EECS Rules requirements. | statistikg, atitinkancig EECS taisykliy
Expired GOs are not deleted from the database. | reikalavimus. Nebegaliojancios KG is G-REX Solution Description (Chapter
They can still be evaluated for statistical | duomeny bazés néra iStrinamos. 1.1)
purposes by the user or Amber Grid via reports. | Naudotojas arba ,,Amber Grid“ gali jas
jvertinti statistikos tikslais, naudodamasis
ataskaitomis.
F.18. The Registry shall allow end-user to apply data | Registras turi leisti galutiniam naudotojui The requirement is fulfilled (Y)
filtering functionality and select data for | taikyti duomeny filtravimo funkcijg ir
download. User should be able to view and filter | pasirinkti duomenis atsisiuntimui. G-REX AH User Manual (Chapter
various kind of GOs reports with aim to ensure | Naudotojas turi turéti galimybe perziarétiir | 1.8.3), IB Manual (Chapter 1.7.3)
statistics based on EECS Rules requirements, | rGsiuoti jvairias KG ataskaitas pagal EECS
GOs transactions, etc. taisykliy reikalavimus, KG transakcijas, kita.
F.19. User should be able to filter data according to | Naudotojas turéty turéti galimybe filtruoti The requirement is fulfilled (Y)
date via calendar menu. duomenis pagal datg per kalendoriaus
meniu. G-REX AH User Manual (Chapter
1.8.3.10), IB Manual (Chapter
1.7.4.5)
F.20. The Registry should provide the ability to export | Registras turéty suteikti galimybe The requirement is fulfilled (Y)

data (reports) from the System in Microsoft
Office (XLSX) and (or) PDF formats.

eksportuoti duomenis (ataskaitas) is
Sistemos Microsoft Office (XLSX) ir (arba)
PDF formatais.

G-REX AH User Manual (Chapter 2.3),
IB Manual (Chapter 2.2)




N.1. The user interface must be simple, intuitive, | Naudotojo sgsaja turi biti paprasta, The requirement is fulfilled (Y)
ergonomic, flexible and secure web-based | intuityvi, ergonomiska, lankstiir saugi
interface for Issuing Body and Account holders. | internetiné sgsaja Paskirtajam subjektui ir G-REX AH User Manual (Chapter 1.8)
Paskyry valdytojams.
N.2. The user interface must be available in Internet | Vartotojo sasaja turi bati prieinama The requirement is fulfilled (Y)
Browser environment, it must support the latest | interneto narSyklés aplinkoje, ji turi palaikyti
versions of at least Mozilla Firefox, Microsoft | bent naujausias ,,Mozilla Firefox”, G-REX AH User Manual (Chapter
Edge and Google Chrome web browsers. The | ,Microsoft Edge” ir ,Google Chrome” 1.4.2.1 & Chapter 1.8)
Registry interface shall support Responsive | interneto narsykliy versijas. Registro sgsaja
Design guidelines. turi atitikti ,,Responsive Design”
(Prisitaikancio dizaino) gaires.
N.3. The Registry must provide a functionality for | Registro sgsaja turi uztikrinti galimybe vienu | The requirement is fulfilled (Y)
initiating different functions / calling different | metu inicijuoti skirtingas funkcijas / iSkviesti
windows simultaneously, without interrupting | skirtingus langus, nepertraukiant skirtingy G-REX Solution Description (Chapter
different operations in progress. vykdomy operacijy. 1.4)
N.4. The Registry user interface must be at least in | Registro naudotojo sgsaja turi biti bent jau | The requirement is fulfilled (Y)
English. angly kalba.
G-REX AH User Manual (Chapter
1.4.6.2)
N.5. User manual language for Account holder has to | Naudojimosi sistema vadovo kalba, skirta The requirement is fulfilled (Y)
be at least in English. Paskyry valdytojams, turi bati bent jau
angly kalba. User manuals provided
N.6. User manual language for Issuing Body has to be | Naudojimosi sistema vadovo kalba, skirta The requirement is fulfilled (Y)
at least in English. Paskirtajam subjektui, turi bati bent jau
angly kalba. User manuals provided
N.7. The Service Provider must comply with all | Paslaugy teikéjas privalo laikytis visy The requirement is fulfilled (Y)
applicable security requirements and practices | taikomy saugumo reikalavimy ir praktikos,
described in Principles and Rules of Operation of | aprasyty AIB veiklos principuose ir G-REX Solution Description (Chapter
the AIB and other applicable AIB documents | taisyklése bei kituose taikomuose AIB 1.1)
(rules, codes, practices). dokumentuose (taisyklése, kodeksuose,
praktikoje).
N.8. Documented procedures must be applied for | Turi blti taikomos dokumentuotos saugumo | The requirement is fulfilled (Y)

handling security incidents, they must include
pre-defined roles and responsibilities and an
automated call process to escalate security
incidents.

Formal risk mitigation procedures must include
conducting an appropriate investigation, and

incidenty nagrinéjimo proceddros, jos turi
apimti i$ anksto apibréztus vaidmenis ir
atsakomybe bei automatizuotg pranesimy
procesy, skirtg saugumo incidentams
eskaluoti.

G-REX Solution Description (Chapters
4.3,4.4,7,7.3)




where in case of the Service Provider
infrastructure serving Amber Grid’s data breach,
it must be disclosed to Amber Grid immediately.

Rizikos maZzinimo proceddros turi apimti
atitinkamo tyrimo atlikimg, o tuo atveju, kai
Paslaugy teikéjo infrastruktiroje,
teikiancioje paslaugas ,,Amber Grid”
duomenis, jvyksta pazeidimas, apie tai turi
bati nedelsiant pranesta ,Amber Grid“.

N.9. The Registry will store the following audit | Registre bus saugomi audito jrasai: The requirement is fulfilled (Y)
records: 1) Gedimai: sistemos gedimai ir serveriy
1) Faults: system faults and security events bei tinklo jrenginiy saugumo jvykiai; G-REX Solution Description (Chapter
for servers and network devices; 2) Prisijungimo istorija: visy bandymy | 2.3.6.1)
2) Login history: history of all login attempts, prisijungti istorija, jskaitant vartotojo | G-REX AH Manual (Chapter 4.1), IB
including username, success / failure and vardg, prisijungta / neprisijungta ir laikg | Manual (Chapter 4.3)
time / date; / datg;
3) User setup audit trail: logs of user creation | 3) Naudotojo sarankos audito seka:
or deletion; naudotojo suklrimo arba iStrynimo
4) Data access: logs username, time/date; Zurnalai;
5) Logdata; 4) Prieiga prie duomeny: registruoja
6) Use of administrator rights; naudotojo vardg, laikg / datg;
7) Changes in access rights; 5) Zurnaly duomenys;
8) System configuration changes; 6) Administratoriaus teisiy naudojimas;
9) Changes in system/network; 7) Prieigos teisiy pakeitimai;
10) Parameters, time, and/or date; 8) Sistemos konfigilracijos pakeitimai;
11) Enabling/disabling event logging functions; | 9) Sistemos ir (arba) tinklo pakeitimai;
12) Deleting, creating, and/or modifying | 10) Parametrai, laikas ir (arba) data;
events. 11) Jvykiy registravimo funkcijy jjungimas /
iSjungimas;
12) Jvykiy istrynimas, kadrimas ir (arba)
keitimas.
N.10. The Registry must provide a functionality to | Registre turi bati numatyta audito jrasy The requirement is fulfilled (Y)
protect audit records from unauthorized or | apsaugos nuo neleistiny ar atsitiktiniy
accidental changes. pakeitimy funkcija. G-REX Solution Description (Chapter
4)
N.11. The application administrators must be able to | Programos administratoriai turi turéti The requirement is fulfilled (Y)

review audit records in GUI.

galimybe perzitréti audito jrasus GUI.

G-REX Solution Description (Chapter
2.3.6.1)

G-REX AH Manual (Chapter 4.1), IB
Manual (Chapter 4.3)




N.12. The audit records feature and full access to audit | Audito jrasy funkcija ir visiSka prieiga prie The requirement is fulfilled (Y)
records should be available to Issuing Body and | audito jrasy turi bati prieinama Paskirtajam
the Registry Contractor. subjektui ir Registro paslaugos teikéjui. G-REX Solution Description (Chapter
2.3.6.1)
G-REX AH Manual (Chapter 4.1), IB
Manual (Chapter 4.3)
N.13. System communications must be served over | Sistemos rysSys turi bati palaikomas per TLS The requirement is fulfilled (Y)
the TLS (HTTPS) with an Elliptic Curve | (HTTPS) su elipsinés kreivés kriptografijos
Cryptography cipher suite named | Sifry rinkiniu ,,NistP384“ ir AES 256 bity TLS 1.2 (minimum) in use
"NistP384"and AES  256-bit  encryption. | Sifravimu. Nusidévéje kriptografiniai
Deprecated cryptographic mechanisms must be | mechanizmai turi bati iSjungti. Turi bati
disabled. TLS version must be used 1.2 (or higher | naudojama TLS versija 1.2 (arba aukstesne,
if developed). jei sukurta).
N.14. A tiered network design must be wused. | Turibdti naudojama pakopiné tinklo The requirement is fulfilled (Y)
Environment must enforce firewall segregation | konstrukcija. Aplinka turi uztikrinti
between tiers (presentation, application, and | ugniasienés atskyrima tarp lygmeny G-REX Solution Description (Chapter
data), the Internet, and the internal Service | (pateikimo, taikomyjy programy ir 3.2&4)
Provider network. The platform and | duomeny), interneto ir vidinio paslaugy
infrastructure must be reviewed on a regular | teikéjo tinklo. Platforma ir infrastruktdra
basis to assess compliance with the industry | turi bati reguliariai perziGrimos siekiant
security best practices. jvertinti, ar laikomasi geriausios pramonés
saugumo praktikos.
N.15. Access to the Registry must be controlled by | Prieiga prie Registro turi bati The requirement is fulfilled (Y)
multifactor authentication mechanisms. User | kontroliuojama taikant keliy veiksniy
sessions are terminated after 30 minutes of | autentifikavimo mechanizmus. Vartotojo G-REX AH Manual (Chapter 1.4.8)
inactivity. sesijos nutraukiamos po 30 minuciy Automatic logout is 30min
neaktyvumo.
N.16. Access to data must be provided only to users | Prieiga prie duomeny turi bati suteikiama The requirement is fulfilled (Y)
formally authorized by Issuing Body or Account | tik naudotojams, kuriuos oficialiai jgaliojo
holder. Each user must be provided with unique | Paskirtasis subjektas arba Paskyros G-REX AH Manual (Chapter 1.5 & 7),
user login. valdytojas. Kiekvienam naudotojui turi bati IB Manual (Chapter 1.4 & 7)
suteiktas unikalus naudotojo prisijungimo
vardas.
N.17. Service Provider and hosting (data center) | Paslaugy teikéjas ir savininko (hosting) The requirement is fulfilled (Y)

Services Providers (if used) must be certified
according to ISO 27001 or equivalent
requirements.

(duomeny centro) paslaugy teikéjai (jei
naudojami) turi bati sertifikuoti pagal 1ISO
27001 arba lygiavercius reikalavimus.

G-REX Solution Description (Chapter
4)




N.18. User’'s data must be stored in data centres | Naudotojo duomenys turi biti saugomi The requirement is fulfilled (Y)
(whether it is Service Provider’s or third parties’) | duomeny centruose (tiek Paslaugy teikéjo,
located in a member state of the European | tiek treciyjy Saliy), esanciuose ES, Europos G-REX Solution Description (Chapter
Union, the European Free Trade Association, the | laisvosios prekybos asociacijos, Siaurés 4)
North Atlantic Treaty Organization or the | Atlanto sutarties organizacijos arba
Organization for Economic Cooperation and | Ekonominio bendradarbiavimo ir plétros
Development. organizacijos valstybéje naréje.
N.19. Provider for hosting uses at least | Savininko paslaugy teikéjas (Provider for The requirement is fulfilled (Y)
(https://uptimeinstitute.com/tiers)  tier 3 | hosting) naudoja
certified data center. bent(https://uptimeinstitute.com/tiers) G-REX Solution Description (Chapter
trecios pakopos sertifikuotg duomeny 4)
centra.
N.20. Access to the Registry via the public Internet | Prieiga prie Registro per viesajj interneta The requirement is fulfilled (Y)
must be secured via TLS. Protection of the | turi bati apsaugota naudojant TLS. Turi bati
perimeter of the environment must be provided | uZztikrinta aplinkos perimetro apsauga (pvz., | WAF with intrusion detection and
(e.g. by firewalls, IDS/IPS systems, etc.). Service | ugniasienémis, IDS/IPS sistemomis ir t. t.). prevention in use
Provider must at least track communications | Paslaugy teikéjas turi bent jau sekti
(failed and successful access attempts) and | komunikacijg (nesékmingus ir sékmingus
apply other security measures in order to | prieigos bandymus) ir taikyti kitas saugumo
protect data confidentiality and integrity. priemones, kad apsaugoty duomeny
konfidencialumg ir vientisuma.
N.21. Right to audit. Teisé atlikti audita. The requirement is fulfilled (Y)

Upon Amber Grid’s formal request, to confirm
Service Provider’s compliance with these
requirements. Service Provider grants Amber
Grid or, upon Amber Grid’s election, a third
party on Amber Grid’s behalf, permission to
perform an assessment, audit, examination or
review of all controls in Service Provider’s
environment in relation to all Amber Grid’s
information being handled and/or services
being provided to Amber Grid. Service Provider
shall fully cooperate with such assessment by
providing access to knowledgeable personnel,
documentation, infrastructure and application
software that processes, stores or transports
Amber Grid’s information.

Gavus oficialy ,,Amber Grid” prasyma,
siekiant patvirtinti, ar Paslaugy teikéjas
laikosi Siy reikalavimy, Paslaugy teikéjas
suteikia ,Amber Grid“ arba, ,Amber Grid“
pasirinkimu, treciajai Saliai ,,Amber Grid”
vardu leidima atlikti visy Paslaugy teikéjo
aplinkos kontrolés priemoniy, susijusiy su
visa ,Amber Grid“ tvarkoma informacija ir
(arba) ,,Amber Grid“ teikiamomis
paslaugomis, vertinima, auditg, tyrimg ar
perzilra. Paslaugy teikéjas visapusiskai
bendradarbiauja atliekant tokj vertinimg ir
sudaro galimybe susitikti su
kompetentingais darbuotojais, prieigg prie
dokumenty, infrastruktdros ir taikomosios
programinés jrangos, kuria apdorojama,
saugoma ar perduodant ,,Amber Grid”

Ok, as agreed




Amber Grid shall not be responsible for any of
Service Provider costs incurred in cooperating
with the audit.

informacija. ,Amber Grid“ neatsako uz
jokias Paslaugy teikéjo iSlaidas, patirtas
bendradarbiaujant su auditg atliekanciu
subjektu.

N.22. System security architecture. Sistemos saugumo architektira. Paslaugy The requirement is fulfilled (Y)
Service security should follow the best practices, | sauga turéty atitikti geriausig praktika, pvz.,
such as Cloud Security Guidance | ,Cloud Security Guidance” Ok
https://downloads.cloudsecurityalliance.org/as | https://downloads.cloudsecurityalliance.org
sets/research/security-guidance/security- /assets/research/security-
guidance-v4-FINAL.pdf guidance/security-guidance-v4-FINAL.pdf

N.23. These terms shall apply to Service Provider | Sios sglygos taikomos Paslaugy teikéjo The requirement is fulfilled (Y)
employees, as well as to third party contractors | darbuotojams, taip pat treciyjy saliy
and subcontractors that will be employed by | rangovams ir subrangovams, kuriuos Ok
Service Provider. jdarbins Paslaugy teikéjas.

N.24. Communications and Operations Rysiai ir operacijos The requirement is fulfilled (Y)

1) Operations

Service Provider IT personnel must follow
established and documented IT operating
procedures (including formal review and
approval processes, and revision management)
and formal IT incident management procedures
(including defined roles and responsibilities as
well as reporting and escalation procedures).

IT service monitoring must be performed on a
risk basis for all key System components,
supported by timely reporting of issues. IT
service monitoring reports must be analysed
and reviewed. Preventative documented
maintenance for hardware and software must
be formally planned and completed on a timely
basis, considering Amber Grid security
requirements.

- Change Management

The formal change control process for the
System must include risk assessment, test and
communication plan, management review and
approval components. The change control
process must include testing sign-offs and

1) Operacijos
Paslaugy teikéjo IT personalas turi laikytis
nustatyty ir dokumentais patvirtinty IT
veiklos procediry (jskaitant  oficialius
perzilros ir patvirtinimo procesus bei
perzitry valdymg) ir oficialiy IT incidenty
valdymo procediry (jskaitant apibréztus
vaidmenis ir atsakomybe, taip pat pranesimy
teikimo ir eskalavimo proceddras).

IT paslaugy stebésena turi bati
vykdoma atsizvelgiant j visy pagrindiniy
Sistemos komponenty rizikg ir laiku
pranesant apie problemas. IT paslaugy
stebésenos ataskaitos turi bati
analizuojamos ir perziGrimos. Turi bati
oficialiai planuojama ir laiku atliekama
dokumentais pagrjsta prevenciné techninés
ir programinés jrangos priezidra,
atsizvelgiant j ,Amber Grid“ saugumo
reikalavimus.

- Pakeitimy valdymas

Sistemos pakeitimy kontrolés procesas turi
apimti rizikos jvertinimg, bandymy ir
komunikacijos plang, vadovybés perzilros ir

G-REX Solution Description (Chapter
4)




authorizations for deployment to the
production environment.

- Application Security Review
System security testing must be part of the
overall software development life cycle process.
An application security assessment must be
performed following a defined application
security  assessment methodology. Risk
treatment procedures must be in place to
address defects or vulnerabilities discovered in
the various assessments in a timely manner.
Third party libraries used is actively maintained
and vulnerabilities in third party libraries
discovered are reviewed with system security in
mind.

- Logging and Auditing
The Registry will store the following audit
records:

- System faults: system faults and security

events for servers and network devices;
- Login history: history of all login attempts,
including username, success / failure and

time/date;

- Usersetup audit trail: logs of user creation
or deletion;

- Data access: logs username, time/date;

- Logdata;

- Use of administrator rights;

- Changes in access rights;

- System configuration changes;
- Changes in system/network;

- Parameters, time, and/or date;

- Enabling/disabling event logging
functions;

- Deleting, creating, and/or modifying
events.

pakeitimy
jtraukti
diegti

patvirtinimo komponentus. |
valdymo procesg turi biti
prisijungimy ir leidimy bandymai
gamybos aplinkoje.

- Programos saugumo perZzilra
Sistemos saugumo testavimas turi bati viso
programinés jrangos kdrimo gyvavimo ciklo
proceso dalis. Taikomosios programos
saugumo vertinimas turi bati atliekamas
pagal nustatytg taikomosios programos
saugumo vertinimo metodiky. Turi bdati
jdiegtos rizikos Salinimo procediros, kad
baty galima laiku Salinti jvairiy vertinimy
metu aptiktus defektus ar pazeidziamumus.
Naudojamos treciyjy Saliy bibliotekos yra
aktyviai priziGrimos, o aptiktos treciyjy Saliy

biblioteky paZzeidZiamosios vietos
perzilrimos  atsizvelgiant j  sistemos
sauguma.

- Prisijungimas ir auditavimas
Registre turi blti numatytos registravimo ir
auditavimo funkcijos:

- Sistemos gedimai: serveriy ir tinklo
jrenginiy sistemos gedimai ir saugumo
jvykiai;

- Prisijungimo istorija: visy bandymy
prisijungti istorija, jskaitant vartotojo
vardg, sékme / nesékme ir laikg / datg;

- Naudotojo sarankos audito seka:
naudotojo sukdrimo arba iStrynimo
Zurnalai;

- Prieiga prie duomeny: naudotojo
vardo, laiko / datos Zurnalai;

- Zurnaly duomenys;

- Administratoriaus teisiy naudojimas;

- Prieigos teisiy pakeitimai;

- Sistemos konfiglracijos pakeitimai;

- Sistemos ir (arba) tinklo pakeitimai;

- Parametrai, laikas ir (arba) data.




Logs must be stored for Contract duration
period and provided to Amber Grid in case of
formal request.
Access to System log files must be restricted
within Service Provider infrastructure (stored on
separately managed system).
- Back-ups
Service Provider will ensure that at least for 36
months of Amber Grid’s data (including logs
related to the Participants activities) will be
backed up.
- Amber Grid’s data and accounts’
passwords must be stored separately and
using strong encryption (e.g. AES-256).

- Jvykiy registravimo funkcijy jjungimas
/ iSjungimas;

- Jvykiy istrynimas, kdrimas ir (arba)
keitimas.

Zurnalai turi bati saugomi visg sutarties
galiojimo laikotarpj ir pateikiami , Amber
Grid“ gavus oficialy prasyma.
Prieiga prie sistemos Zurnaly faily turi bati
ribojama Paslaugy teikéjo infrastruktdroje
(saugomi atskirai valdomoje sistemoje).
- Atsarginés kopijos
Paslaugy teikéjas uztikrins, kad bent 36
ménesiy ,Amber Grid“ duomeny (jskaitant
Zurnalus, susijusius su naudotojy veiksmais)
atsarginés kopijos bity daromos.
,2Amber Grid“ duomenys ir paskyry
slaptazodziai turi bGti saugomi atskirai
ir naudojant stipry Sifravimg (pvz.,
AES-256).

N.25. Access Management Prieigos valdymas The requirement is fulfilled (Y)
Responsibilities related to System access | Su sistemos prieigos valdymu susijusios
management must be segregated, including a | pareigos turi bati atskirtos, jskaitant atskirg | G-REX IB/AH User Manual (Appendix:
separate and dedicated security administration | ir  specialig saugumo administravimo | Access Rights)
function. The concepts of “least-privilege” and | funkcijg. Turi bati taikomos ,mazZiausiy | G-REX AH User Manual (Chapter
“need-to-know” access must be applied so that | privilegijy“ ir ,batina Zinoti“ prieigos | 1.4.8), IB Manual (Chapter 1.3.9)
administrator and user access is commensurate | sgvokos, kad administratoriaus ir naudotojo
with their defined responsibilities. prieiga atitikty jy apibréztas pareigas.
Authentication AutentiSkumo nustatymas
Access to System must be controlled by | Prieiga prie Sistemos turi bati
multifactor authentication. User sessions are | kontroliuojama taikant daugiafaktorinj
terminated after 30 minutes of inactivity. autentiSkumo nustatymga. Naudotojo sesijos
nutraukiamos po 30 minuciy neaktyvumo.
N.26. System Security Hardening Sistemos saugumo stiprinimas The requirement is fulfilled (Y)

System (including components and underlying
platform) should be hardening according to
vendor and industry security best practices (e.g.
CIS benchmarks).

Sistema (jskaitant komponentus ir
pagrindine platformg) turéty bati
sustiprinta pagal pardaveéjo ir pramonés
geriausig saugumo praktikg (pvz., CIS
lyginamuosius standartus).

Ok,
Grexel adheres to ASVS Level 2.




N.27. Computer security Kompiuteriy saugumas The requirement is fulfilled (Y)
All Service Provider personnel with access to | Visi Paslaugy teikéjo darbuotojai, turintys
Amber Grid’s data must use good computer | prieigg prie ,Amber Grid“ duomeny, privalo | 1ISO27001 Certificate
security practices: taikyti gerg kompiuteriy saugumo praktika: Grexel adheres to ASVS Level 2.
1) Computer operating system and | 1) Kompiuterio operacinéje sistemoje ir
applications must have installed latest taikomosiose programose turi bati
security patches; jdiegtos naujausios saugumo pataisos;
2) Computer must use up to date malware | 2) Kompiuteryje turi b0ati naudojama
protection and firewall software; naujausia apsaugos nuo kenkéjisky
3) Data on computer must be protected by programy ir ugniasienés programiné
means of strong encryption and access jranga;
controls using multifactor authentication; 3) Kompiuteryje esantys duomenys turi
4) Computer used software must be licensed blti apsaugoti naudojant  stipry
and used under software use terms; Sifravimg ir prieigos kontrole naudojant
5) Any third party library used should be keliy veiksniy autentifikavima.
actively maintained. 4) Kompiuteryje naudojama programiné
The Registry must be tested according to jranga turi bdti licencijuota ir
OWASP testing guide v.4 and must be free from naudojama pagal programinés jrangos
vulnerabilities during the whole period of the naudojimo salygas.
Contract, including maintenance, e.g. if thereis | 5) Visos naudojamos treCiyjy Saliy
any change request during the maintenance bibliotekos turi bati aktyviai
period, these changes shall be tested according prizidrimos.
to OWASP testing guide v.4. Registras turi b{ti testuojamas pagal
OWASP testavimo vadovo v.4 versijg ir turi
blti be pazeidziamumy visg Sutarties
laikotarpj, jskaitant techninés prieziliros
laikotarpj, pavyzdziui, jei techninés
prieziGros laikotarpiu bus praSoma atlikti
pakeitimus, Sie pakeitimai turi bati
testuojami pagal OWASP testavimo vadovo
v.4 versija.
N.28. The Service Provider should carry out and | Paslaugy teikéjas turéty atlikti ir pateikti | The requirement is fulfilled (Y)

provide memo with included proof (txt,
screenshots, etc) of test results for at least the
following tests:

1) Functionality testing;

2) Integration testing;

3) Security testing;

4) Performance and load testing.

atmintine su pridétais bandymy rezultaty
jrodymais (txt, ekrano nuotraukomis ir kt.)
bent Siems bandymams:

1) Funkcionalumo testavimas;

2) Integracijos testavimo;

3) Saugumo testavimo;

4) Veikimo ir apkrovos testavimo.

G-REX Solution Description (Chapter
5.1,5.2)




N.29. Separate Testing and Production environments | Sutarties galiojimo laikotarpiu turi bati The requirement is fulfilled (Y)
must be maintained during the Contract period. | iSlaikytos atskiros testavimo ir gamybinés
Testing environment must be logically separated | aplinkos. Testavimo aplinka turi bati logiskai | G-REX Solution Description (Chapter
from Production environment. Migration | atskirta nuo gamybinés aplinkos. Perkeliant | 5.1)
procedures must be followed to use the change | pakeitimus i$ testavimo j gamybine aplinka,
control process when transferring changes from | turi bati laikomasi perkélimo procediiry,

Testing to the Production environment. kad baty galima naudoti pakeitimy
kontrolés procesa.

N.30. The Service Provider must organise testing | Paslaugy teikéjas turi organizuoti testavimo | We highly encourage extensive The requirement will be fulfilled by
exercises for Issuing Body to test the Registry | pratybas, kad Paskirtasis subjektas galéty | customer testing in the designated the date the Registry for GOs
functionality. The tests will be repeated as long | iSbandyti Registro funkcionaluma. Bandymai | demo environment. becomes operational
as the results are positive. bus kartojami tol, kol rezultatai bus teigiami.

The following features will be tested: Bus testuojamos Sios funkcijos: G-REX Solution Description (Chapter
1) Creating account holder and user profile | 1) Paskyros valdytojo ir naudotojo profilio | 6.2, 6.3.1)
with different roles; su skirtingais vaidmenimis sukidrimas; CAT Reporting Template (Excel file)
2) Registration of a production unit and | 2) To paties valdytojo turimo vieno ir keliy
several production units by the same gamybos jrenginiy registracija;
account holder; 3) Apskaitos rodmeny jvedimas;
3) Meter reading input; 4) KG isdavimas;
4) Issuing GO; 5) KG panaikinimas;
5) Withdrawing GO; 6) KG perdavimas;
6) Transferring of GO; 7) Suvartojimo duomeny jvedimas;
7) Consumption data input; 8) KG panaudojimas;
8) Cancelling GO; 9) Visi kiti funkciniai ir nefunkciniai
9) All other functional and non-functional reikalavimai, keliami Registrui, kurie
requirements for locally operational pateikiami Siame Dokumente.
Registry which are provided in this | Paslaugy teikéjas turi uztikrinti, kad baty
Document. atlikti reikalingi bandymai (AIB ir ERGaR)
The Service Provider must ensure the | tarpvalstybiniams perdavimams per AIB
implementation of the required tests (by AIB | platformg ir ERGaR platforma.
and ERGaR) for cross-border transfers via AIB | Paslaugy teikéjas turi uztikrinti nuolatine
hub and ERGaR hub. parama Paskirtajam subjektui testavimo
The Service Provider must ensure the | etapo metu.
continuous support for the Issuing Body during
the testing phase.
N.31. The Registry must provide role-based access | Registras turi uZtikrinti leidimus Paskirtajam | G-REX IB/AH User Manual (Appendix: | The requirement will be fulfilled by

control for Issuing Body and Account holders.

subjektui ir Paskyry valdytojams prieigos
kontrole pagal vaidmenis.

Access Rights)

the date the Registry for GOs
becomes operational




The Registry shall allow (but not limit to) the
following GO scheme processes to be done
online:

1) Registration of Account holders, create
new users;

2) Issuing GO (to be performed by user role
Issuing body);

3) Transferring GO (transfer to another
account within the Domain), (to be
performed by user roles Producer,
Trader, Supplier and / or Issuing body);

4) Revoking (withdrawing) GO (to be
performed by user role Issuing body);

5) Cancelling GO (to be performed by user
roles Producer, Trader, Supplier and / or
Issuing body);

6) Issuing of a Cancellation Statement after
the event of cancelling GO;

7) Function that allows the extraction of a
Cancellation Statement and other
transactions from the  Registry’s
database;

8) Reporting and statistics.

The Registry will also allow:

1) Metered data (provided by Participants or
Meter data providers authorised by Amber
Grid or by Amber Grid itself) to be
uploaded / entered to the Registry and
assigned to the Production device;

2) The Registry must ensure that GO shall be
of the standard size of 1 MWh. No more
than one GO shall be issued in respect of
each unit of energy produced;

3) lIssuing body to generate reports on issued,
transferred, exported, imported, cancelled
GOs during the specified period and/or by
Account holders.

Registras turi leisti internetu atlikti Siuos KG
schemos procesus (bet jais neapsiriboti):

1) Paskyry valdytojy registracija, naujy
naudotojy kdrimas;

2) KG isdavimas (atlieka Paskirtasis
subjektas);

3) KG perdavimas (perdavimas | kitg
Domeno paskyrg) (atlieka Gamintojas,
Prekiautojas, Tiekéjas, Kitas ir (arba)
Paskirtasis subjektas);

4) KG atsaukimas (panaikinimas) (atlieka
Paskirtasis subjektas);

5) KG panaudojimas (atlieka naudotojy
vaidmenys Gamintojas, Prekiautojas,
Tiekéjas ir (arba) Paskirtasis subjektas);

6) Panaudojimo pazymos iSdavimas,
panaudojus KG;

7) Funkcija, leidZianti is Registro duomeny
bazés iStraukti Panaudojimo pazyma ir kitas
operacijas;

8) Ataskaity ir statistiniy duomeny
teikimas.

Registre taip pat bus galimybé:

1) Apskaitos duomenis (kuriuos pateikia
Dalyviai arba ,Amber Grid” jgalioti
Apskaitos duomeny teikéjai, arba pati
»2Amber Grid”) jkelti / jvesti j Registrg ir
priskirti Gamybos jrenginiui;

2) Registre turi bati uztikrinta, kad KG
baty standartinio 1 MWh dydzio.
Kiekvienam pagamintam energijos
vienetui iSduodama ne daugiau kaip
viena KG;

3) Galimybé Paskirtajam subjektui rengti
ataskaitas apie nurodytu laikotarpiu ir
(arba) Paskyry valdytojams isduotas,
perduotas, eksportuotas, importuotas,
panaudotas KG.

G-REX IB User Manual (Chapters 3, 4
5,6, 7, 8,9) AH Manual (Chapters 3,
41 5’ 6l 7l 8)




N.32. The Registry users must be able to access only | Registro naudotojai turi galéti naudotis tik The requirement is fulfilled (Y)
the functions to which they have permissions. tomis funkcijomis, kuriomis naudotis jie turi
leidima. G-REX IB/AH User Manual (Appendix:
Access Rights)
N.33. The Registry response time (time until end of | Registro atsako laikas (laikas iki transakcijos | The requirement is fulfilled (Y)
transaction) cannot exceed 2 seconds for | pabaigos) negali batiilgesnis nei 2 sekundés
actions in user interface (for example switching | atliekant veiksmus naudotojo sgsajoje (pvz., | G-REX Solution Description (Chapter
default views) 90% of transactions. In the | perjungiant numatytgjj vaizdg) 90% | 1.4)
remaining 10% of transactions the response | operacijy. Likusiy 10% operacijy atsako
time cannot exceed 10 seconds. Exception is the | laikas negali virsyti 10 sekundziy. ISimtis -
selection of data for periods exceeding one year | ilgesniy nei vieneriy mety laikotarpiy
in these cases, the response time cannot exceed | duomeny atranka Siais atvejais atsako laikas
30 seconds. negali virSyti 30 sekundziy.
N.34. The Registry must maintain defined response | Registre turi bati iSlaikomas nustatytas The requirement is fulfilled (Y)
times for at least 50 simultaneous users. atsako laikas ne maziau kaip 50 vienu metu
dirbanciy naudotojy. G-REX Solution Description (Chapter
1.4)
N.35. The Registry shall retain and the Service | Registre bus saugomi ir Tiekéjas perduos The requirement is fulfilled (Y)
provider will provide to Amber Grid all records | ,,Amber Grid“ visus su KG susijusiomis
related to GOs transactions (the national | transakcijomis jrasus (nacionalinis G-REX Solution Description (Chapter
requirement is to keep records for at least 10- | reikalavimas saugoti ne trumpiau kaip 10 4)
year period) after the completion of the contract | mety jrasus) pasibaigus sutarties galiojimo Compliance with AIB (10 year history
(in JSON, XLSX or other format(s) provided by | terminui (JSON, XLSX arba kitu, Paskirtojo is kept)
the Issuing Body). subjekto nurodytu, formatu).
N.36. The Registry must make it possible to create | Registre turi bati galimybé kurti duomeny ir | The requirement is fulfilled (Y)
data and the Registry configuration backups | Registro konfigilracijos atsargines kopijas
without stopping the Registry. nesustabdZius Registro veiklos. G-REX Solution Description (Chapter
4)
N.37. The Registry must make it possible to | Registre turi bati galimybé automatiskai The requirement is fulfilled (Y)
automatically ensure data correctness and | uztikrinti duomeny teisinguma ir vientisumg
integrity after restoration from backup. po atkdrimo i$ atsarginés kopijos. G-REX Solution Description (Chapter
4)
N.38. The Registry must make it possible to achieve | Registre turi bati galimybé pasiekti ne The requirement is fulfilled (Y)

not more than 2 business hours of data loss in
case of disaster Recovery point objective (RPO).

ilgesnj kaip 2 darbo valandy duomeny
praradimo lygj (Recovery point objective,
RPO) nelaimés atveju.

G-REX Solution Description (Chapter
4)




N.39. The Registry must make it possible to be | Registre turi bati galimybeé atkurti duomenis | The requirement is fulfilled (Y)
recoverable after disaster in less than 8 business | po nelaimés per maziau nei 8 darbo
hours recovery time objective (RTO). valandas (Recovery time objective, RTO). G-REX Solution Description (Chapter
4)
N.40. Migration of historic data must be ensured (the | Istoriniy duomeny perkélimas turi bati G-REX Solution Description (Chapter | The requirement will be fulfilled by
archive file(s) will be provided by Amber Grid to | atliktas (duomenis Paskirtasis subjektas 6.1) the date the Registry for GOs
the Service Provider). perduos Paslaugos teikéjui). becomes operational
N.41. At the end of the provision of Service, the | Pasibaigus Paslaugy teikimui, Paslaugy This is in our usual contract clauses The requirement will be fulfilled by
Service Provider must create data archive and | teikéjas privalo sukurti duomeny archyva ir | that we provide it free of charge the date the Registry for GOs
return all data to Amber Grid free of charge (in | nemokamai grazinti visus duomenis ,Amber becomes operational
JSON, XLSX or other format provided by the | Grid“ (duomenis JSON, XLSX ar kitu formatu,
Issuing Body) as well as delete existing copies, | sutartu su Paskirtuoju subjektu) bei istrinti
unless otherwise stipulated by legal regulations. | esamas kopijas, jei teisés aktai nenumato
kitaip.
N.42. Provide training for all functionalities of the | Surengti mokymai Paskirtajam subjektui G-REX Solution Description (Chapter | The requirement will be fulfilled by
Registry for Issuing Body. apie visus Registro funkcionalumus. 6.3.1) the date the Registry for GOs
becomes operational
N.43. Provide user manuals of the Registry to Issuing | Paskirtajam subjektui ir paskyry valdytojams | The requirement is fulfilled (Y)
Body and for Account holder. pateikti Registro naudotojo vadovai.
User manuals attached
N.44. The Service Provider provides regular yearly | Paslaugy teikéjas reguliariai kasmet rengia The requirement is fulfilled (Y)
cyber-hygiene training for Issuing Body and | kibernetinés higienos mokymus
Account holders involved. Paskirtajam subjektui ir dalyvaujantiems Ok
Paskyry turétojams valdytojams.
N.45. Provide online training for Account holders | Surengtiinternetiniai mokymai Paskyry The requirement is fulfilled (Y)
before the start of the operation of the | turétojams pries pradedant naudoti
Production environment (1 training session), | gamybine aplinkg (1 mokymo sesija), Ok
including the training material. jskaitant mokomosios medziagos pateikima.
N.46. Designated employees of the Issuing Body will | Paskirtojo subjekto darbuotojai uzregistruos | The requirement is fulfilled (Y)

register the following Issues: Incidents (with
their importance classification), place
Questions, ask for Consultation, order Service
requests electronically, via the claim reporting
system, by phone or by email.

Issue classification:

1. Incidents (classification by their type of
importance: Category A and Category B),

uzklausas: incidentus (nurodant jy svarbos
klasifikacijg), uZduos klausimus, prasys
konsultacijy, uzsakys paslaugy uzklausas
elektroniniu bddu, per uzklausy pranesimy
sistema, telefonu arba el. pastu.

Problemos klasifikacija:

1. Incidentai (klasifikacija pagal jy svarbos
tipg - A kategorija ir B kategorija)

2. Paslaugy uzklausos (klasifikacija pagal jy
svarbos tipg - A ir B kategorijos)

G-REX Solution Description (Chapter
4)




2. Service requests (classification by their type of
importance: Category A and Category B),

3. Questions / discussions — the issue raised
related to functionality of the System, available
attributes, alternatives to solve an issue, etc.

3. Problemos / diskusijos - iSkelta problema,
susijusi su Registro funkcionalumu, esamais
pozymiais, problemos sprendimo
alternatyvomis ir pan.

N.47. The Service Provider shall provide the support | Paslaugy teikéjas teikia prieziGros ir The requirement is fulfilled (Y)
and maintenance services in English. pagalbos paslaugas angly kalba.
G-REX Solution Description (Chapter
4)
N.48. The Service Provider must provide support and | Paslaugy teikéjas turi teikti pagalbos | The requirement is fulfilled (Y)
maintenance Services in accordance with the | paslaugas pagal toliau nurodytus
following service level requirements: reikalavimus: G-REX Solution Description (Chapter
1) Every business day from 8:00 a.m. — 4.30 1) Kiekvieng darbo dieng nuo 8:00 iki | 4)
p.m. EET (EEST); 16:30 val.;

2) If the Registry’s Issue is registered after
4:30 p.m. EET (EEST) then it is assumed that
the issue reporting (containing e.g., title,
description, degree of to be received at
8:00 a.m. next day;

3) In providing maintenance and support
Services, the following control times shall
be defined, during which the Service
Provider must ensure the actions specified
below:

- Response time — the time from the
receipt of an Issue in claim reporting
system until the time the Service
Provider appoints specific persons in
charge of the application and starts
processing the Issue;

- Resolution time - the time from
starting to process an Issue until the
Issue is solved and completed.

4) The Service Provider must assure the
following Issue fixing time:

- Incident, Category A —response time not
more than 2 hours, resolution time —not
more than 8 hours;

2) Jei uzklausa registruojama po 16:30 val.

pagal EET (EEST), laikoma, kad
uzklausa (kurioje, pvz., yra
pavadinimas, aprasymas, laipsnis)
gauta kitg dieng 8:00 val.;

3) Teikiant pagalbos paslaugas,
nustatomas kontrolés laikas, kurio
metu Paslaugy teikéjas privalo
uztikrinti:

- Atsako laikas - laikas nuo

informacijos apie uzklausg gavimo
Uzklausy sistemoje iki tol, kol
Paslaugy teikéjas paskirs konkrety
asmenj, atsakingus uz uzklausg ir
pradés spresti uzklausg;

- Sprendimo laikas — laikas nuo
uzklauso sprendimo pradzios iki
tada, kai uzklausa iSsprendziama ir
uzbaigiama.

4) Paslaugy teikéjas turi  uZtikrinti
uzklausos sprendimo termina:

- Incidentas, A kategorija — atsako
laikas - ne ilgiau, kaip 2 valandos,
sprendimo laikas - ne ilgiau, kaip 8
valandos;




- Incident, Category B — response time
not more than 4 hours, resolution time
not more than 32 hours;

- Service request, Category A — response
time not more than 4 hours, resolution
time not more than 16 hours;

- Service request, Category B — response
time not more than 8 hours, resolution
time not more than 48 hours (unless
agreed with Issuing Body another time
schedule to provide with resolution).

- Question / discussion — response time
not more than 4 hours, resolution time
not more than 48 hours (unless agreed
with Issuing Body another time
schedule to provide with the answer).

The priority of the incident is determined by
Issuing Body which has submitted an Issue in the
claim reporting system.

The additional requests / orders that need
additional programming works will be charged
by the Service Provider separately based on
hourly rate provided in the tender documents.

- Incidentas, B kategorija — atsako
laikas - ne ilgiau, kaip 4 valandos,
sprendimo laikas - ne ilgiau, kaip 32
valandy;

- Paslaugos uzklausa, A kategorija —
atsako laikas - ne ilgiau, kaip 4
valandos, sprendimo laikas - ne
ilgiau, kaip 16 valandos;

- Paslaugos uzklausa, B kategorija —
atsako laikas - ne ilgiau, kaip 8
valandos, sprendimo laikas - ne
ilgiau, kaip 48 valandos (iSskyrus, jei
su Paskirtuoju subjektu baty
susitarta dél kito termino, pagal kurj
bty sprendziama).

- Klausimas / diskusija — atsako laikas
- neilgiau, kaip 4 valandos,
sprendimo laikas - ne ilgiau, kaip 48
valandos (iSskyrus, jei su Paskirtuoju
subjektu baty susitarta dél kito
termino, pagal kurj blty pateiktas
atsakymas).

Uzklausos prioritetg nustato Paskirtasis
subjektas, kuris pateiké pranesima apie
uzklausg sistemoje.

Papildomi prasymai / uzsakymai, kuriems
bus reikalingi papildomi programavimo
darbai, bus apmokami Paslaugos teikéjui
atskirai pagal valandinj jkainj, pateikta
Pirkimo dokumentuose.

N.49. The Service Provider must provide a | Paslaugy teikéjas privalo teikti technine The requirement is fulfilled (Y)
maintenance and support starting from the | prieZilrg ir palaikyma nuo Registro jdiegimo
beginning of implementation of the Registry | pradzios iki Sutarties pabaigos. Ok
until the end of the Contract. G-REX Solution Description (Chapter
4)
N.50. The Registry and all its components (e.g., | Registras ir visi jo komponentai (pvz., The requirement is fulfilled (Y)

database, application) shall be available 24h x 7
days a week, with availability not less than 99%
on a monthly basis. The Service Provider will

duomeny bazé, taikomoji programa) turi
bati prieinami 24 val. per parg x 7 dienas
per savaite, o meénesio prieinamumas turi

G-REX Solution Description (Chapter
4)




provide Issuing Body with Reports on Service | biti ne maZesnis kaip 99%. Paslaugy
implementation on monthly basis. teikéjas kas ménesj teiks Paskirtajam
subjektui ataskaitas apie paslaugos
jgyvendinima.

N.51. The Registry availability is calculated in | Registro prieinamumas apskaiiuojamas | The requirement is fulfilled (Y)
accordance with the following: taip:
1) not taking into account critical system | 1) neatsizvelgiant | kritinius sistemos | G-REX Solution Description (Chapter
updates (security, etc.); atnaujinimus (saugumo ir kt.); 4)
2) not taking into account one planned | 2) neatsizvelgiant j vieng planuotg prastovg
downtime once in month, up to 4 hours. kartg per ménesj, ne ilgesne kaip 4
valandos.
N.52. The Registry planned maintenance works must | Registro planiniai techninés prieZiiiros The requirement is fulfilled (Y)

be coordinated with Amber Grid at least 5 (five) | darbai turi bati suderinti su ,,Amber Grid”
business days before the planned downtime, | ne véliau kaip pries 5 (penkias) darbo dienas | G-REX Solution Description (Chapter
and carried out outside business hours, | iki planuojamos prastovos ir atliekami ne 4.4.5)

excluding critical system updates (security, etc.). | darbo valandomis, iSskyrus kritinius
sistemos atnaujinimus (saugumo ir kt.).

M K

Managing Director of Grexel Systems Oy

(Tiekéjo arba jo jgalioto asmens vardas, pavardeé, parasas/ name, surname, signature of the Supplier or a person authorised by the Supplier) %

% Jei dokumentg pasiraso Tiekéjo vadovo jgaliotas asmuo, prie Pasidlymo turi biti pridétas rasytinis jgaliojimas arba kitas dokumentas, suteikiantis paraso teise. / If the document is signed by a person
authorised by the Supplier's CEO, the Tender must be accompanied by a written power of attorney or other document giving the right to sign.




Amber Grid

Annex: Table C
Priedas: C lentelé

FOR THE PROVISION OF IT SERVICE FOR THE REGISTRY OF GUARANTEES OF ORIGIN FOR GAS,
ITS IMPLEMENTATION, MAINTENANCE AND SUPPORT

DUJY, PAGAMINTY IS ATSINAUJINANCIY ENERGIJOS ISTEKLIY, KILMES GARANTIY REGISTRO
IT PASLAUGOS TEIKIMO JGYVENDINIMAS, PALAIKYMAS IR PRIEZIURA

SHORTER ISSUE FIXING PROVISION TIME /
TRUMPESNIS PROBLEMOS ISSPRENDIMO LAIKAS

Qs. The Service Provider will reduce Issue fixing time by 50% from the time when the Issue report is
received as provided in the Technical Specification N.48 /

Paslaugy teikéjas 50% sutrumpins problemos iSsprendimo laika nei kaip numatyta Techninés specifikacijos
reikalavime N.48.

Type of Issue / Problemos tipas YES/ NO?!
TAIP/ NE2
Incident, Category A — response time not more than 1 hour, resolution time — not Yes

more than 4 hours /

A kategorijos incidentas: reagavimo laikas — ne daugiau kaip 1 valanda, iSsprendimo
laikas — ne daugiau kaip 4 valandos;

Incident, Category B — response time not more than 2 hours, resolution time not more | Yes
than 16 hours /

B kategorijos incidentas: reagavimo laikas — ne daugiau kaip 2 valandos, iSsprendimo
laikas — ne daugiau kaip 16 valandy;

Service request, Category A — response time not more than 2 hours, resolution time Yes
not more than 8 hours /

A kategorijos paslaugy prasymas: reagavimo laikas — ne daugiau kaip 2 valandos,
iSsprendimo laikas — ne daugiau kaip 8 valandos;

Service request, Category B — response time not more than 4 hours, resolution time Yes
(or proposal for resolution) not more than 24 hours (unless agreed with Issuing Body
another time schedule to provide with resolution) /

B kategorijos paslaugy prasymas: reagavimo laikas — ne daugiau kaip 4 valandos,
iSsprendimo laikas (arba pasitlymas dél iSsprendimo) ne daugiau kaip 24 valandos
(nebent su Paskirtuoju subjektu baty susitarta dél kito grafiko, pagal kurj bty
sprendZiama);

Question / discussion — response time not more than 2 hours, resolution time not Yes
more than 24 hours (unless agreed with Issuing Body another time schedule to
provide with the answer) /

Klausimas / diskusija: reagavimo laikas — ne daugiau kaip 2 valandos, i$sprendimo
laikas — ne daugiau kaip 24 valandos (nebent su Paskirtuoju subjektu bty susitarta deél

kito atsakymo pateikimo termino).

Managing Director of Gre$sistems

! The criteria will be considered implemented when all requirements listed in the table C are marked as ,,Yes"”.
2 Kriterijus bus vertinamas kaip jgyvendintas, jei visi lentelés C laukeliai bus pazymeéti , Taip“.



TRIPARTITE SETTLEMENT CONTRACT

20__ No.

Vilnius
Name of the Contracting Entity:
AB Amber Grid
Laisvés Ave. 10, LT-04215 Vilnius
Email: info@ambergrid.It
tel. 8 5236 0855, fax (8 5) 236 0850
SA LT71 7044 0600 0790 5969
AB SEB Bank
Company number 303090867
VAT ID LT100007844014
the “Buyer”,
Name of the Supplier:
Company number:
VAT ID:
Address:
Settlement account number(s) for making payments:
the “Supplier”,
(In the case of a group of economic operators acting according to a joint contract, indicate the economic
operators in the group, the names, company numbers, VAT IDs, and addresses of the economic operators, the
name of the responsible partner and the job title and the name and surname of the person representing the
partner)
and
Name of the Sub-supplier:
Company number:
VAT ID:

Address:

Settlement account number(s) for making payments:



the “Sub-supplier”,

hereinafter each individually shall be referred to as a Party, and collectively as the Parties, having regard to
the fact that [the Buyer and the Supplier] on [insert date] concluded Purchase and Sale Contract No. [insert
number] (the “Purchase Contract”), in order to establish the direct settlement procedure pursuant to the
provisions of Article 96(2) of the Law of the Republic of Lithuania on Procurement by Entities Operating in
the Field of Procurement, Waste Water Management, Energy, Transport or Postal Services, concluded the
following Tripartite Settlement Contract (the “Tripartite Contract”).

Article 1. Subject Matter of the Contract

1.1. The subject matter of this Tripartite Contract shall be the terms and conditions for direct payment to the
Sub-supplier.

Article 1.2. Settlement Procedure
1.3. No advance payment shall be made.

1.4. The amount of each interim and/or final payment shall be determined on the basis of [the quantity and
value of the services/works/goods actually provided/performed/delivered]. The Buyer shall pay the Sub-
supplier such sums that do not exceed the sums payable by the Buyer to the Supplier in respect of the
[services rendered and accepted in accordance with the terms and conditions of the Purchase Contract]
[works carried out and accepted in accordance with the terms of the Purchase Contract] [goods delivered
and accepted in accordance with the terms of the Purchase Contract] duly and in due time, actually and
properly [provided] [performed] [delivered] by the Sub-supplier (if such [services] [works] [goods] were not
[provided] [performed] [delivered] properly or on time, the amounts payable shall be reduced by the amount
of any fines, damages and/or penalties payable under the Purchase Contract in connection with the
inadequate or delayed [provision] [completion] [delivery] of the [services] [works] [goods]). The Buyer shall
be entitled to exercise the right of retention provided for in the Purchase Contract and/or in the legislation
with respect to monies due to the Sub-supplier.

1.5. The Sub-supplier shall submit for signature and approval by the Supplier, prior to the submission of the
payment documents to the Buyer, duly executed Purchase Contract performance documents (three (3)
copies each): The handover and acceptance statement for the [Services] [Works] [Goods] and the report on
the implementation of the Purchase Contract (if applicable).

1.6. The Parties agree that the documents submitted by the Sub-supplier for the performance of the Purchase
Contract shall be deemed to be duly executed and submitted if the information provided in the documents
regarding the Sub-supplier’s [services rendered] [works performed] [goods delivered] is correct, the [services
rendered] [works performed] [goods delivered] and the execution of the documents are in accordance with
the terms of the Purchase Contract;

1.7. The Supplier shall, upon receipt of the documents of performance of the Purchase Contract from the
Sub-supplier, examine them and, upon determining that the information provided in the documents
regarding the Sub-supplier’s [services rendered] [works performed] [goods delivered] is correct, the [services
rendered] [works performed] [goods delivered] are in accordance with the terms and conditions of the
Purchase Contract, and the documents provided are executed properly, the Supplier shall do the following
within 3 (three) working days of the receipt of the documents:

1.7.1. Sign and approve the handover and acceptance statement for the [Services] [Works] [Goods];



1.7.2. Sign and approve the report on the implementation of the Purchase Contract (if applicable);
1.7.3. Submit the Purchase Contract performance documents to the Buyer.

1.8. If the Supplier determines that the documents submitted by the Sub-supplier for the performance of the
Purchase Contract are inadequately executed, that some documents supporting the costs of the performance
of the Purchase Contract are missing, or that the information contained in the documents regarding the
[services rendered] [works performed] [goods delivered] is incorrect, that the [services rendered] [works
performed] [goods delivered] do not comply with the terms and conditions of the Purchase Contract, or in
the event of any other inconsistencies, the Supplier shall, within 2 (two) working days of the date of the
decision, inform the Sub-supplier in writing, specifying the deficiencies and setting a deadline for the
elimination of the deficiencies in accordance with the provisions of the Purchase Contract.

1.9. If the Sub-supplier remedies the deficiencies by the deadline set by the Supplier, the Supplier shall re-
check the documents in accordance with the prescribed procedure and submit the signed and certified
documents to the Buyer.

1.10. The Buyer shall, not later than [specify deadline] from the date of receipt of the documents for the
performance of the Purchase Contract, verify the documents submitted and, if the documents submitted are
executed properly, the information in the documents about the [services rendered] [works performed] [goods
delivered] is correct, the [services rendered] [works performed] [goods delivered] are in conformity with the
terms and conditions of the Purchase Contract, sign the handover and acceptance statement for the
[Services] [Works] [Goods] and other documents, if applicable, and submit the signed documents (one (1)
copy each) to the Supplier and the Sub-supplier.

1.11. If the Buyer determines that the documents submitted by the Supplier are inadequately executed or
that some of the documents supporting the costs of the performance of the Purchase Contract are missing,
or that the information provided in the documents concerning [services rendered] [works performed] [goods
delivered] is incorrect, that the [services rendered] [works performed] [goods delivered] do not comply with
the terms and conditions of the Purchase Contract, or if there are any other inconsistencies, the Buyer shall,
within five (5) working days of the day of the decision, inform the Supplier in writing, indicating the
deficiencies and setting a reasonable deadline for the elimination of deficiencies.

1.12. If the Supplier remedies the deficiencies and corrects the documents within the deadline set by the
Buyer, the Buyer shall, within 3 (three) working days from the date of receipt of all duly executed documents,
sign the handover and acceptance statement for the [Services] [Works] [Goods] and other documents, if
applicable, and submit the signed documents to the Supplier and the Sub-supplier.

1.13. The Sub-supplier shall generate an electronic invoice/VAT invoice (the “E-Invoice”) only upon receipt of
the handover and acceptance statement for the [Services] [Works] [Goods]approved without reservation and
signed by all the Parties. The E-Invoice shall be submitted by means chosen by the Sub-supplier and it shall
comply with the European E-Invoicing Standard. An E-Invoice that does not comply with the European
E-Invoicing Standard may only be submitted by means of the “SABIS” information system.

1.14. If the Sub-supplier submits an invoice by other means, the Buyer shall have the right not to pay such
invoice.

1.15. The Buyer shall verify the E-Invoice within the time limit specified in the Purchase Contract and, if the
submitted E-Invoice is duly executed, the Buyer shall, within the settlement period specified in the Purchase
Contract from the date of receipt of the E-Invoice, transfer the funds to the bank account specified by the
Sub-supplier.



1.16. No later than 5 (five) working days after the end of each reporting period, the Buyer shall provide the
Supplier with written information on the payments made to the Sub-supplier during that reporting period.

1.17. The amount of direct payments made by the Buyer to the Sub-supplier shall be reduced by the Purchase
Contract Price (the relevant part thereof) set out in the Purchase Contract, payable by the Buyer to the
Supplier in respect of the relevant [services] [works] [goods].

Article 2. Conditions for Amendment and Termination
2.1. All amendments to the Tripartite Contract shall be valid only if they are drafted in writing and signed by
the authorised representatives of the Parties. Such amendments to the Tripartite Contract shall form an
integral part of the Tripartite Contract.
2.2. Amendments to the terms and conditions of the Contract may be initiated by any Party to the Contract
by submitting to another Party a request to that effect and the documents supporting it. The Party receiving
such a request shall examine it within ten (10) working days and provide the other Party with a reasoned
written response. In case of disagreement between the Parties, the Buyer shall have the right to decide.

2.3. The Tripartite Contract shall be amended in the following cases:

2.3.1. When the terms and conditions of the Purchase Contract affecting the implementation of the Tripartite
Contract are amended;

2.3.2. When the terms and conditions of the Sub-supply Contract affecting the implementation of the
Tripartite Contract are amended;

2.3.3. In other cases.
2.4. The Tripartite Contract may be terminated by written agreement of both Parties in the following cases:
2.4.1. Where the direct settlement method is discontinued;
2.4.2. Upon termination of the Sub-supply Contract;
2.4.3. Upon termination of the Purchase Contract.

Article 3. Liability of the Parties
3.1. The liability of the Parties shall be determined in accordance with the applicable legislation of the
Republic of Lithuania, this Tripartite Contract, and other documents related to the performance of this
Contract. The Parties undertake to perform their obligations under this Contract properly and to refrain from
any action that might cause damage to each other or make it more difficult for the other Party to fulfil its

obligations.

3.2. The Supplier shall be liable to the Buyer for the Sub-supplier’s failure to fulfil or improper fulfilment of
obligations and to the Sub-supplier for the Buyer’s failure to fulfil or improper fulfilment of obligations.

3.3. The Buyer and the Sub-supplier shall not be entitled to make any monetary claims against each other in
respect of breach of the contracts each of them has concluded with the Supplier.

Article 4. Final Provisions



4.1. Neither Party shall have the right to transfer all or part of its rights and obligations under this Tripartite
Contract.

4.2. The invalidity of any provision or contradiction with the laws of the Republic of Lithuania or other
normative legal acts in this Contract shall not exempt the Parties from the fulfilment of their obligations and
shall not affect the validity of the other provisions of the Contract. In this case, such a provision shall be
replaced by a provision complying with the requirements of the legislation as close as possible to the purpose
of the Tripartite Contract and its other provisions.

4.3. The Parties to the Tripartite Contract shall correspond in the Lithuanian language. All notices, consents
and other communications that a Party may send under this Contract shall be deemed to be valid and duly
served if personally delivered to the other Party, or sent by registered mail or email to the addresses set out
in the preamble, or to such other addresses as may be specified by either Party when giving notice.

4.4. The date of entry into force of the Contract shall be deemed to be the date of signature of the Contract;
if the Parties sign at different times, the date of entry into force of the Contract shall be deemed to be the
date of the signature of the last Party.

4.5. The Contract is executed in triplicate in the Lithuanian language, having equal legal force, one copy for
each Party.

4.6. The Parties hereby acknowledge that they have read the Contract, understand its contents and
consequences, have accepted it as being in accordance with their intentions, and have signed it on the above
date.

Representative of the Buyer Representative of the Supplier |Representative of the Sub-supplier

Name, Surname:

Name, Surname:

Name, Surname:

Job title:

Job title:

Uob title:

Signature:

Signature:

Signature:

Date:

Date:

Date:




Annex 1

FORM OF THE HANDOVER AND ACCEPTANCE STATEMENT OF THE TRIPARTITE SETTLEMENT CONTRACT

HANDOVER AND ACCEPTANCE STATEMENT NO.

(date)

Purchase Contract No.:

Name of the Purchase Contract:

Date of Signature of the Purchase
Contract:

Tripartite Contract No.:

Date of Signature of the Tripartite
Contract:

The Supplier:

The Sub-supplier:

The Buyer:

All [goods to be delivered] [works to be performed] [services to be rendered] specified in the list of [goods]
[works] [services] have been [delivered] [performed] [rendered], and all the necessary documents
(certificates, instructions for use and maintenance, etc.) have been provided.

The Buyer has accepted the [goods delivered] [works performed] [services rendered] and confirms that the
[goods delivered] [works performed] [services rendered] comply with the terms and conditions of the
Contract.

List of [Goods] [Works] [Services]:

Currency: EUR
Name of the
[Goods]
D
[Date at.e of Address [W°."‘s] . Unit Price]| Amount
[Delivery] [Warranty| [Services] Unit of . . .
No. QI8 [Performance] of the Period] | (with exact |Measurement Quantitylexcluding excluding
Order] . . Location VAT VAT
[Provision] manufacturer
and model
names)
1 2 3 4 5 6 7 8 9 10=8x9

Total excluding VAT:

VAT [rate]*:

Total including VAT:




This statement shall not relieve the Supplier and the Buyer of the performance of their remaining
contractual obligations under the specified Purchase Contract.

Transferred by a representative of

Certified by a representative of

Accepted by a representative of

the Sub-supplier the Supplier the Buyer
Name, Surname: Name, Surname: Name, Surname:
ob title: Job title: Job title:
Signature: Signature: Signature:
Date: Date: Date:

* In cases where the Supplier is not required to pay VAT under the legislation in force, the relevant columns
shall not be filled in and the reasons why the Supplier does not pay VAT shall be given.




AGREEMENT ON PROCESSING OF PERSONAL DATA

18/6/2025, Vilnius

AB Amber Grid, with legal entity number 303090867 and its registered office in Laisvés ave. 10, LT 04215 Vilnius,
Telephone number +370, E-mail: info@ambergrid.lt, represented by CEO, acting on the basis of company articles, (“the
Controller”)

and

Grexel systems Oy, with legal entity number FI09656604, and its registered office in Lautatarhankatu 6 00580 Helsinki, Tel
+358 E-mail: info@grexel.com, represented by CEO , acting on the basis of company articles, (“the Processor”),

each individually referred to as a "Party" and collectively as the "Parties",

in accordance with Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the
protection of natural persons with regard to the processing of personal Data and on the free movement of such Data and
repealing Directive 95/46/EC (General Data Protection Regulation) ("Regulation (EU) 2016/679"),

have entered into this agreement on the processing of personal Data ("the Agreement"). The Agreement sets out and
governs the rights and obligations of the Parties in relation to the processing of personal Data ("Data"), by the Processor
on behalf of the Controller in performance of the Main Contract between the Parties (the name, date and number of
which is set out in Annex 1 to this Agreement). The Data and the processing actions carried out by the Processor are listed
in Annex 1 to this Agreement.

3.1
3.2.

4.2.

4.3.

SECTION |
PURPOSE OF THE AGREEMENT

For the purposes of implementing Article 28(3) of Regulation (EU) 2016/679, this Agreement sets out the rights and
obligations of the Controller and the Processor in relation to the processing of Data on behalf of the Controller. This
Agreement shall aim to protect the rights of Data Subjects, to mitigate the specific risks to Data Protection and to
ensure clarity of the relationship between the Controller and the Processor and the respective rights and obligations.
The details of the purposes of the Processing, the categories of Data processed and the other terms and conditions
under which the Processor undertakes to process the Data on behalf of the Controller are set out in Annex 1 to this
Agreement.

SECTION I
OBLIGATIONS OF THE PARTIES
The Controller:
has the right and the obligation to decide on the purposes and means of processing;
is responsible for ensuring, including but not limited to, that the processing of the Data that the Processor is charged
with carrying out has a legal basis.
The Processor undertakes to:

. process the Data only to the extent necessary for the performance of the Main Contract in accordance with the

instructions given by the Controller and the terms and conditions set out in Annex 1;
immediately inform the Controller if the Controller's instructions are, in the Processor's opinion, contrary to
Regulation (EU) 2016/679 or to any other Data protection legislation of the European Union or its Member States;
in the cases and under the conditions set out in Regulation (EU) 2016/679, is obliged to keep a register and a record
of the processing operations carried out on behalf of the Controller and to make the register and the record available
to the Controller and, where applicable, to the supervisory authority upon request.
This Agreement shall not relieve the Parties of any other obligations to which they are subject under Regulation (EU)
2016/679 or other legislation.

SECTION Il
CONFIDENTIALITY
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6.1.

6.2.

10.

11.

12.

13.

The Processor undertakes to ensure the confidentiality of the Data at its own expense and guarantees that access to
the Data will be limited to those persons under the direction of the Processor who are bound by an obligation of
confidentiality or who are subject to a legal obligation of confidentiality and only if they need to have access to it.
The Parties shall ensure that:
in the event of a change in the persons who process the Data, their access rights to the Data shall be revoked no
later than on the last day of the person's assignment requiring access to the Data, or, in the event of the termination
of the employment of the Processor's employee, on the last day of the employee's work;
the access rights and scope of the access rights of the persons who have been granted access to the Data shall be
reviewed periodically (at least once every 1 year) and, in accordance with the review, the Processor undertakes to
terminate the access to the Data for those employees who no longer require such access.
The Processor must demonstrate, at the request of the Controller, that the persons under the direction of the
Processor who are entrusted with the processing of the Data are subject to the confidentiality obligation referred to
in Clause 6 of the Agreement and have received appropriate training on how to properly comply with the
requirements applicable to the processing of the Data in carrying out their duties.

SECTION IV
SECURITY OF DATA PROCESSING

In accordance with Article 32 of Regulation (EU) 2016/679, the Processor undertakes to implement appropriate
technical and organisational measures to ensure a level of security commensurate with the risks, taking into account
the state of the art, the cost of implementation and the nature, scope, context and purposes of the Data processing,
as well as the risks to the rights and freedoms of individuals of varying degrees of likelihood and seriousness, which
are posed by the processing of the Data, and shall therefore implement the minimum technical and organisational
requirements set! by the Supervisory Authority as set out in Appendix 2. Taking into account the nature, scope,
context and purposes of the processing of personal Data to be carried out under the Main Contract, the Controller
may provide for additional technical and organisational measures in the procurement documents for the services to
ensure a level of security equivalent to the level of risk.

The Processor also undertakes to assist the Controller in ensuring compliance with the Controller's obligations under
Article 32 of Regulation (EU) 2016/679 by, inter alia, providing the Controller with information on the technical and
organisational measures already implemented by the Processor, together with any other information necessary for
the Controller to comply with its obligations.

SECTION V
USE OF OTHER DATA PROCESSORS

The Processor shall not be entitled to use another processor or sub-processor (hereinafter referred to as the "Sub-
processor") for the processing of the Data without the prior written consent of the Controller, unless such other
processor or sub-processor is listed in Annex 1.

In the event that the Processor wishes to use a Sub-processor, the Processor shall submit a written request to the
Controller specifying the name, address, contact person and a detailed description of the functions for which the
Processor intends to use the Sub-processor. The Controller shall not be obliged to justify its refusal to use a Sub-
processor. In the event that the Controller does not provide a response to the Processor's request, the Controller
shall be deemed not to have consented to the use of the Sub-processor. In the event that the Controller agrees to
the use of the Sub-processor, the Processor shall include in the contract concluded with the Sub-processor terms
and conditions analogous to the provisions of this Agreement.

The Processor shall be fully liable for any breach by the Sub-processor of Regulation (EU) 2016/679, laws, regulations
and this Agreement in relation to the Controller.

SECTION VI
TRANSFER OF DATA TO THIRD COUNTRIES OR INTERNATIONAL ORGANISATIONS
The Processor and/or its sub-processors may transfer the Data outside the European Economic Area to third
countries ("Third Countries") or international organisations only upon written instructions from the Controller and
in accordance with the requirements of Chapter V of Regulation (EU) 2016/679.

! The requirements of the National Data Protection Authority, as set out in the Guidelines on Security Measures and Risk
Assessment of Processed Personal Data for Data Controllers and Data Processors apply:
https://vdai.lrv.lt/uploads/vdai/documents/files/VDAI_saugumo_priemoniu_gaires-2020-06-18.pdf
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14. If the Data is required to be transferred to Third Countries or international organisations pursuant to legislation of
the European Union or a Member State of the European Union with which the Processor is required to comply,
although the Controller has not instructed the Processor to do so, the Processor shall inform the Controller of this
legal requirement prior to the transfer of the Data, unless the legislation prohibits the transfer of such information.

15. The Processor may not, without documented instructions from the Controller or a specific requirement under the
law of the European Union or a Member State thereof, in accordance with this Agreement:

15.1. transfer the Data to a controller or a processor in a Third Country or international organisation;

15.2. transfer the processing of the Data to a Sub-processor in a Third State;

15.3. allow the Processor to process the Data in a Third Country.

SECTION VI
ASSISTANCE TO THE CONTROLLER

16. Takinginto account the nature of the Data processing, the Processor shall, to the extent possible, assist the Controller
by appropriate technical and organisational means to fulfil the Controller's obligations to respond to requests to
exercise the Data subject's rights set out in Chapter Il of Regulation (EU) 2016/679.

17. The Processor shall, taking into account the nature of the processing and the information available to the Processor,
at the request of the Controller, also assist and provide the information requested to the Controller:

17.1. preparing a Data breach notification to the State Data Protection Inspectorate;

17.2. preparing a Data breach notification to the Data subject;

17.3. carrying out a Data protection impact assessment of the envisaged Data processing operations.

SECTION Vi
DATA BREACH NOTIFICATION

18. The Processor, upon becoming aware of a Data breach or an incident that may result in a Data breach, shall notify
the Controller without undue delay, but in any event within 24 hours of becoming aware of the breach, and shall
provide the Controller with the available information referred to in Clause 19 of the Agreement in writing.

19. The obligation of the Processor referred to in Clause 17.1 of the Agreement to assist the Controller in notifying the
competent supervisory authority of a Data breach means that the Processor must provide the Controller with at least
the following information:

19.1. a brief description of the Data incident or breach;

19.2. a description of the Data affected (categories (types) of personal data relevant to the breach; whether the Data
were publicly accessible following the incident; whether the incident may pose a risk to the security or health of
individuals; whether the Data affected by the incident were encrypted or subject to other technical protection
measures, if such information is known, and the number of personal Data subjects affected by the incident or
breach);

19.3. a description of the incident or breach (time or period during which the incident occurred; type of incident (loss or
hijacking of files or devices, disposal without prior deletion of data, disclosure of data to known recipients, disclosure
of data to the public, alteration of data, destruction of data, destruction or restriction of access, premature
destruction);

19.4.the location of the data (e.g. on a computer, mobile device, network, storage medium);

19.5. where the unauthorised access took place (internally to the Controller or externally, e.g. to sub-Controllers);

19.6.the cause of the incident or breach (error or deliberate action);

19.7.the likely, possible consequences of the incident or breach;

19.8. the measures taken or proposed to be taken by the Controller as a result of the Data incident or breach, including,
where appropriate, measures to mitigate the potential adverse effects of the breach.

SECTION IX
DELETION AND RETURN OF DATA

20. At the end of the provision of the Data processing services, the Processor shall return all Data to the Controller free
of charge and delete the existing copies, unless the Data is required to be retained under the laws of the European
Union or its Member States or under separate agreements with the Controller.

21. Upon the separate request of the Controller, the Processor undertakes to send to the Controller, within 30 days of
the termination/end of the Agreement, a written confirmation that all the Data has been returned and that no Data
remains with the Processor.



22.

23.

24,

SECTION X
AUDIT AND VERIFICATION OF THE PROCESSOR

The Processor shall provide the Controller with all information necessary to demonstrate compliance with the
obligations laid down in Article 28 of Regulation (EU) 2016/679 and in the Agreement, and shall facilitate and
facilitate audits, including on-site inspections, by the Controller or another auditor authorised by the Controller.
The Processor shall provide the supervisory authorities which, under applicable law, have access to the facilities of
the Controller and the Processor, or representatives acting on behalf of such supervisory authorities, with access to
the physical facilities of the Processor, or to take such other steps as may be specified by the supervisory authorities,
for the purpose of carrying out audits or other inspections. The Parties shall provide the information referred to in
this Agreement, including the results of audits, to the competent supervisory authorities upon request.

SECTION XI
FINAL PROVISIONS

The Agreement shall enter into force on the date of its signature and shall remain in force until::

24.1.the expiry or early termination of the Main Contract;
24.2.The Processor shall be informed of the termination of this Agreement by a separate notice from the Controller.

25.

26.

27.

28.

29.

30.

31.

32.

33.

The Controller shall have the right to terminate this Agreement and the Main Contract if the Processor materially or
persistently breaches the Agreement or its obligations under Regulation (EU) 2016/679. Material breaches of this
Agreement shall be deemed to be the Processor's conduct in breach of the requirements of the Agreement set out
in Clauses 4.1, 6, 8, 10, 13, 16-18 and 22.

If the provision of the Data Processing Services is terminated and the Data is erased or returned to the Controller in
accordance with Clause 20 of the Agreement, the Agreement may be terminated by either Party by written notice.
Without prejudice to any provisions of Regulation (EU) 2016/679, in the event of a breach by the Processor of its
obligations under this Agreement, the Controller may instruct the Processor to suspend the processing of the Data
until it complies with this Agreement or until the Agreement is terminated. The Processor shall immediately inform
the Controller if for any reason it is unable to comply with the Agreement.

The liability of the Processor arising out of the willfulness or gross negligence of the Processor shall not be subject to
any limitation of liability under this Agreement, notwithstanding that such limitation of liability may have been
provided for in the Main Contract.

In the event of any inconsistency between the terms of this Agreement and any other agreements entered into
between the Parties, including the Main Contract and the Ancillary Agreements (except where the Parties have
expressly agreed otherwise in writing and have signed such an agreement), which have been entered into or are due
to be entered into subsequent to the date of the conclusion of this Agreement, the provisions of this Agreement
shall apply.

Each Party shall designate a person responsible for the enforcement of the Agreement and shall specify the contact
details for the other Party to communicate with in the event of Data breaches, requests from Data Subjects, and
other information relating to the processing of Data under this Agreement.

Any disputes arising out of the performance, modification or termination of this Agreement will be settled by
negotiation.

In the event that the Parties do not reach an agreement to resolve a dispute by negotiation, the dispute shall be
resolved in the jurisdiction and according to the applicable law provided for in the Main Contract.

The provisions of this Agreement shall not relieve the Processor of its duties, obligations and liabilities that apply to
the Processor under Regulation (EU) 2016/679.

SECTION XIi
DETAILS AND SIGNATURES OF THE PARTIES

On behalf of the Controller: On behalf of the Processor:

CEO

CEO




Agreement on the processing of personal data
Annex 1

INFORMATION ON THE PROCESSING OF PERSONAL DATA

Name, Date and number of the
Service Contract on the basis of
which the legal relationship
between the parties for the
processing of Data is established

(VPP- 240) Provision of IT Service for the Registry of Guarantees of Origin for
Renewable Gas, its Implementation, Maintenance and Support.
2025-06-18 No. 2311829

Purpose(s) of the data processing

Provision of IT services for the Registry of guarantees of origin

Categories of data (types)

Personal data of market participants

Categories of data subjects

Name, surname, e-mail address, phone nr.

Processing operations

Data will be used for registration of of the represnenatives of the Controller
and market participants in the Registry of guarantees of origin

Period of data processing (storage)

Within the timeframe of validity of the service contract

List of Sub-processors engaged by
the Processor (if known at the time
of entering into this Agreement)

n.a.

Place of processing (to be indicated
if the Data Controller or a Sub-
Controller plans to transfer the Data
to countries outside the European
Economic Area)

The data will not be transfered outside European Union and European
Economic Area

Responsible person? (and contact
details) appointed by the Controller

Responsible person3 (and contact
details) appointed by the Processor

2 For the enforcement of the Agreement and communication with the Data Processor on Data Security issues.

3 For the enforcement of the Agreement and communication of Data breaches, data subject requests and other

information relating to the processing of Data under this Agreement.
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Agreement on the processing of personal data
Annex 2

REQUIREMENTS FOR TECHNICAL AND ORGANISATIONAL SECURITY MEASURES

1. Organisational Data security measures:

1.1.

1.2

1.3.

1.4.

1.5.

1.6.

1.7.

1.8.

1.9.

Data security policies and procedures. The Processor must have a Data and Data processing security policy (which
may form part of a constituent information security policy), which shall be reviewed periodically and updated as
necessary.

Roles and responsibilities. Roles and responsibilities related to the processing of Data must be clearly defined and
allocated. In the event of changes in roles (e.g. internal organisational restructuring, redundancy, change of
function, etc.), the revocation of staff rights and obligations must be clearly defined through appropriate
procedures for the transfer or delegation of roles and responsibilities.

Access management policy. Specific access control rights must be assigned to each role in relation to the
processing of Data, in accordance with the "need to know" principle.

Resource and asset management. The Processor must keep a register of IT resources (hardware, software and
network equipment) used to process personal data. The register of IT resources must include at least the following
information: the type of IT resource (e.g. service station, computer workstation), the location (physical or
electronic), and the management of this register (including periodic reviews and updates) must be assigned to a
specific person, such as an IT specialist.

Change management. The Processor must ensure that all material changes to IT systems are monitored and logged
by a specific person (e.g. an IT or security professional) and that software development is carried out in a dedicated
environment that is not connected to the IT systems used to process the Data. Only test data shall be used when
testing systems and, where this is not possible, appropriate additional Data protection measures shall be applied.
Data Processors. Where the Processor engages other Sub-processors, the Processor must have established and
documented guidelines and procedures governing the selection of the Sub-processors (including obtaining the
consent of the Controller) and the processing of Data by them. These procedures must provide for a mandatory
level of Data protection not less than that applicable under this Agreement.

Data security incidents and breaches. The Processor must have a security incident and breach response plan to
ensure effective management of incidents relating to Data security and to include procedures for reporting to the
Controller and, where necessary, to the competent authorities and data subjects. All breaches of Data security
shall be recorded/documented.

The continuity of operations. The Processor shall establish basic procedures to be followed in the event of a
security incident or a Data breach to ensure the necessary continuity and availability of the processing of Data by
IT systems.

Staff confidentiality. The Processor must ensure that all staff understand their responsibilities and obligations in
relation to the Data processing. Roles and responsibilities must be clearly outlined to the staff member prior to
the commencement of their assigned roles and tasks.

1.10.Training. Processors must ensure that all staff are sufficiently informed about the security requirements of IT

2.

2.1.

2.2.

2.3.

systems relevant to their daily work. Employees whose work involves the processing of Data must receive periodic
training on the relevant data security requirements and legal obligations.
Technical measures for the security of personal data:
Access control and authentication. The Controller shall implement an access control system applicable to all users
of the IT system. The access control system shall allow the creation, approval, review and deletion of user accounts.
Shared accounts between multiple users shall not be used if unavoidable, it shall be ensured that all users of a
shared account have the same roles and responsibilities and that an appropriate mechanism is in place to trace
the actions of a specific user. An authentication mechanism shall also be in place to allow access to the IT system.
The minimum requirement for a user to access the IT system shall be a user login and password (based on a certain
level of complexity), and the access control system shall be able to detect and prevent the use of passwords that
do not meet a certain level of complexity. User passwords shall be stored in hash form.
Technical logbook entries and monitoring. Technical log records must be implemented for each IT system or
application used to process the Data and must record all possible access information (e.g. date, time, review,
modification, deletion actions) to the Data. Technical log records shall be time-stamped and protected against
possible corruption, tampering or unauthorised access. The timekeeping mechanisms used in IT systems shall be
synchronised to a common time reference source.
Protection of service stations, databases. Databases and application service stations shall be configured to
operate under separate accounts with the lowest operating system (OS) privileges. Databases and application



2.4,

2.5.

2.6.

2.7.

2.8.

2.9.

workstations shall only process Data that is necessary for work consistent with the purposes for which the Data
are processed.

Workplace protection. Employees and other users must not be able to disable or bypass security settings on IT
systems. Anti-virus applications and their virus information databases must be kept up to date. Users must not
have privileges (rights) to install, remove, administer unauthorised software. IT systems must have a defined
session time, i.e. if a user is inactive on the system for a defined period of time, his session must be terminated.
Critical operating system security updates must be installed regularly and immediately.

Network and communications security. Whenever access to the IT systems used is via the Internet, the connection
must be encrypted using cryptographic protocols (e.g. TLS/SSL).

Backups. Data backup and recovery procedures must be defined, documented and clearly linked to roles and
responsibilities. Adequate physical security of the environment and premises must be provided for backup media.
The backup process must be monitored to ensure completeness and completeness. Full backups must be made
regularly.

Mobile, portable devices. Procedures for the management of mobile, portable devices must be established and
documented, clearly describing the proper use of such devices. Mobile and portable devices that will be used to
work with the Manager's information systems must be registered and authorised before use. Mobile, portable
devices must have a sufficient level of access control procedures in line with other equipment used to process
Data.

Software safety. The software used in the Processor's information systems (for Data Management) shall comply
with software safety best practices, software development safety best practices, software development
frameworks and standards (e.g. Agile, OWASP, etc.). Specific safety requirements related to the particularities of
the Processor's activities must be defined in the initial stages of software development. During the programming
process, the Processor shall comply with data security programming standards and best practices, and after
software development, testing and verification, the basic safety requirements shall be met at the start of the
system installation and operation.

Data deletion, removal. Electronic information and data must be destroyed beyond recovery. Paper documents
and portable media shall be shredded.

2.10. Physical security. Physical protection against unauthorised access shall be implemented for the environment and

premises where the IT system infrastructure is located.
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Annex 6
COMMITMENT OF CONFIDENCIALITY
18/6/ 2024
Vilnius
AB Amber Grid, a public limited liability company established and operating under the laws of the Republic of
Lithuania, with legal entity number 303090867 and its registered seat in Laisvés ave. 10, LT 04215 Vilnius, the data on the
company is collected and stored in the Register of Legal Entities of the Republic of Lithuania (hereinafter referred to as
Amber Grid), represented by the CEO, and
Grexel systems Oy a company established and operating under the laws of the Republic of Finland, legal entity number
FI09656604 with its registered seat in Lautatarhankatu 6 00580 HELSINKI, data on the company is collected and stored in
the Register of Legal Entities of the Republic of Finland (hereinafter referred to as the Recipient of Information),
represented by CEO .
Amber Grid and the Recipient of Information are hereinafter collectively referred to as the Parties and individually as a
Party,
CONSIDERING THAT Amber Grid intends to communicate confidential information (including inside information)
to the Recipient of Information,
THEREFORE, Amber Grid and the Recipient of Information shall agree and enter into this Confidentiality
Agreement (hereinafter referred to as the Agreement) as part of their contractual obligations:
1. Confidential information
1.1. For the purposes of this Agreement confidential information shall be deemed to be any and all data and
information received in any form whatsoever by the Recipient of Information or any person acting on its behalf or in its
interests (including, without limitation, an employee, representative or consultant) from Amber Grid or any person acting
on its behalf or in its interests (including, but without limitation, an employee, agent or consultant) (hereinafter referred to
as Confidential Information).
1.2. Confidential information shall not include such information or matter which:
1.2.1. is or becomes public pursuant to the legislation of the Republic of Lithuania other legal acts or the Articles
of Association of Amber Grid;
1.2.2. at the time of submission has already been made public or is otherwise publicly available to the general
public;
1.2.3. Amber Grid notifies the Recipient of Information in writing of it not being considered confidential or
sensitive.
1.3. Inthe event of any doubt as to whether information is Confidential, it must be treated as such until Amber
Grid informs that such information is not Confidential.
2. Terms of use of Confidential Information
2.1. Recipient of Information, its employees, representatives and consultants shall undertake to keep Confidential
Information secret and not disclose it in whole or in part to any third party in any form or by any means without a
relevant prior written consent from Amber Grid.
2.2. Recipient of Information, its employees, representatives and consultants shall undertake to not use Confidential
Information in any manner that may cause damage or loss to Amber Grid.

2.3. Recipient of Information shall only grant access to Confidential Information to the following employees,
representatives or consultants:

2.3.1. employees, representatives or consultants who shall be obligated to know Confidential Information by
the nature of their position or job;

2.3.2. employees, representatives or consultants who have been informed of the confidential nature of
information and who have undertaken to comply with confidentiality obligations on equal terms and conditions to those
set out in this Agreement;

2.4.  Recipient of Information, its employees, representatives and consultants shall undertake to inform Amber
Grid about any unauthorised use/disclosure of Confidential Information that has occurred or is anticipated.

2.5. Recipient of Information, its employees, representatives and consultants shall be aware that certain
Confidential Information may also be considered inside information for the purposes of the legislation governing markets
in financial instruments and shall be aware of the restrictions on the use of inside information in the trading of financial
instruments.



SUT-2

2.6. The obligations of the Recipient of Information set out in this Agreement not to disclose Confidential
Information shall not apply if and to the extent that the Recipient is required to do so by law or other regulations, and the
Recipient of Information is under an obligation to disclose Confidential Information to an authorised state, municipal,
governmental or other authority, body, organisation or its representative, or to a court. If pursuant to applicable laws or
regulations the Recipient of Information is obliged to disclose any part of Confidential Information, Amber Grid shall be
immediately notified in writing prior to the disclosure of such Confidential Information.

2.7.  Concerning Confidential Information in electronic format, the Recipient of Information undertakes the
following:

2.7.1. to ensure that all computer stations, which are used for work with Confidential Information in electronic
format obtained within the scope of this Agreement, shall be equipped with legal, activated version of anti-virus software;

2.7.2. to ensure that Confidential Information in electronic format shall not be transmitted/handled in
respective service domains on the Internet, such as Dropbox, Google Drive, One Drive, except where such services are
provided to the Recipient of Information under corporate (not individual use) agreements with the providers of such
services;

2.7.3. to ensure that portable electronic media (e.g. CDs/DVDs, USBs) containing Confidential Information shall
be encrypted or stored in locked information storage devices (cabinets, safes, dedicated locked rooms, etc.), or otherwise
protected against theft or loss of such devices.

3. Liability

3.1. Inthe event of a breach by the Recipient of Information of any of its obligations under this Agreement, the
Recipient of Information shall be liable to pay a fine of EUR 3,000 and to indemnify or reimburse Amber Grid for the losses,
costs or expenses (including legal costs), directly or indirectly caused, incurred or sustained by Amber Grid as a direct or
indirect result of such a breach.

3.2. The Recipient of Information shall ensure that its employees, representatives and consultants properly
comply with the confidentiality obligations set out in this Agreement.

4. Validity of the Agreement. The Agreement shall enter into force on the date of its signature and shall
remain in force for an unlimited period of time. If for any reason the Agreement is to be terminated, the termination shall
not release the Recipient of Information from its obligation not to disclose the Confidential Information provided under this
Agreement.

5.  Other provisions

5.1. Under this Agreement, the Recipient of Information is obligated not to provide any information about
Amber Grid or any transaction with Amber Grid to entities from the Russian Federation, the Republic of Belarus, the
People's Republic of China, and other states or territories (or their representatives) that may pose a risk to national security
or strategic interests, including but not limited to these territories. Additionally, representatives or entities from these
states or territories must not be involved in the main transaction or related activities in any form.

5.2. Under this Agreement, the Recipient of Information is obligated to ensure that no equipment or its
components, materials manufactured in the Russian Federation, the Republic of Belarus, and the People's Republic of China,
are installed during the execution of the transaction.

5.3. Shall any court or other authorised institution decide that any provision of the Agreement is in whole or in

part invalid or inapplicable in any other manner, however, would be valid and enforceable if properly modified, then such
provision shall be subject to such modification as may be necessary to make it valid and enforceable. If such provision
cannot be so modified, its invalidity or non-applicability shall not affect or adversely affect the validity or enforceability of
the remainder of the Agreement.
5.4. The Agreement shall be concluded in two copies of equal force. One copy of the Agreement shall be
delivered to Amber Grid and the other copy shall be retained by the Recipient of Information.
5.5. The Agreement shall be governed by the laws of the Republic of Lithuania. All disputes arising between
Amber Grid and the Recipient of Information regarding the conclusion, validity or execution of the Agreement shall be
settled in the process of negotiation. Should Amber Grid and the Recipient of Information fail to resolve any dispute by
negotiation, the dispute shall be settled by a competent court in the Republic of Lithuania.
On behalf of AB Amber Grid: On behalf of Grexel systems Oy:
CEO CEO
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